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Abstract

In the process of digital preservation metadataagament for long-term accessibility of
digital objects has been an important discussiont paternationally. However, there is a gap
in the implementation of preservation metadatadaeds from theory to practice. Hitherto
little research has been conducted to show theicapipih of preservation metadata and
therefore new case studies on both implementatioth @se of metadata standards in
preservation strategies is needed. The aim othlesis is to study the extent of implementing
standard preservation metadata in the preservptamtice at memory institutions.

This study adopts a qualitative method based uppragmatic approach and uses the case
study strategy. Metadata experts/specialists ieetlmemory institutions (National Library of
Estonia, National Archives of Estonia and Nationakary of Wales) were interviewed using
semi-structured interviews, accompanied by docuraealysis.

Results of the study show that these memory ingtita are recording a wide range of
metadata in all categories: descriptive, structasalvell as administrative metadata (including
the rights, provenance, and technical metadatay Tise metadata elements from a variety of
metadata standards/schema to suit their practicgloges. However, the level of exploitation
of preservation metadata standards differs in sadé management practices as well as
heterogeneity of metadata recorded. Metadata @ded about different digital objects like
books, WebPages, photographs, audio, video, and files and bitstreams. The level of
implementation of metadata for each object typeegabetween institutions. The application
of the PREMIS metadata standard entities varies figstitution to institution as it ranges
from reviewing/analyzing stage to practical implenagion. Significant differences have also
been seen between national libraries and archivesigsion, process of ingest, influence of
their traditional cataloguing practices and typestandards used for the development of their
metadata specification. In managing the metadatathen digital preservation processes
different problems and challenges have been facedl iavestigated by these memory
institutions and further research should be carpat to study other aspects of metadata
implementation.

Keywords: preservation metadata, digital objects, memortituteons, digital preservation,
metadata, preservation metadata standards, PREsliSnal library, national archives
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Terminology

The following terms have been selected from PREM#&$a dictionary for preservation
metadata version 2.0 (PREMIS 2008) and the ISOreete model of open archival
information system (1ISO 14721:2003) because of tiedevance to this study.

Agent: actor (human, machine, or software) associated wite or more events associated
with a digital object.

Archival Information Package (AIP): an information package, consisting of the content
information and the associated preservation deasaminformation (PDI), which is preserved
within an OAIS.

Digital Object: discrete unit of information in digital form. A gltal object can be a

representation, file, bitstream, or filestream.

Digital preservation: applies to both born digital and reformatted cottdt combines
policies, strategies and actions to ensure theratzuendering of authenticated content over

time, regardless of the challenges of media faidum@ technological change.

Entity: Abstraction for a set of “things” (intellectualgents, events, object, right) described
by the same properties. The PREMIS data model ekefiive types of entities: intellectual
entities, objects, agents, rights, and events.

Event: action that involves at least one digital objent/ar agent known to the preservation
repository.

Granularity: relative size, scale, level of detail, or deptlpehetration that characterizes an
object or activity. “Level of granularity” may besed to refer to the level of focus in a

hierarchy or to refer to the level of specificitfydescription.

Intellectual Entity: coherent set of content that is described astafoniexample, a book, a

map, a photograph, a serial. An intellectual enty include other intellectual entities; for



example, a web site can include a web page, a vagle pan include a photograph. An
intellectual entity may have one or more repredants.

Long-Term: A period of time long enough for there to be concabout the impacts of
changing technologies, including support for newdiaeand data formats, and of a changing
user community, on the information being held irepository. This period extends into the
indefinite future.

Metadata Schema: A formal specification of the semantics and swoetof a coherent
collection of attributes that can be assigned & description of a resource, as well as
constraints that may apply to such descriptions.

M etadata: data about other data.

Open Archival Information System (OAIS): An archive, consisting of an organization of
people and systems that has accepted the respingibipreserve information and make it
available for a designated community. The term Ope®AIS is used to imply that this
recommendation and future related recommendatiodsséandards are developed in open

forums, and it does not imply that access to tiohiae is unrestricted.

PREMIS (PREservation Metadata: Implementation Strategies) Data dictionary:
common data model for organizing/thinking aboutspreation metadata and guidance for
local implementations. It is standard for exchaggimformation packages between

repositories.

Preservation Metadata: information a preservation repository uses to supthe digital

preservation process.

Rights: assertions of one or more rights or permission@apeng to a digital object and/or an

agent.

Schema: a systematic, orderly combination of elementteans.
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CHAPTER ONE: INTRODUCTION

This introductory chapter outlines the rationale thus research. First, the context in which
this research is positioned is given by providiragkground information that leads to the
discussion of the research problem. The statenfetiiegproblem describes the preservation
metadata standards implementation from theory txtime and how metadata helps to
maintain the accessibility of digital objects. Théjectives, research questions and the

methodology used in the study are then discussédwied by limitations of the research.
1.1. Background Information

Digital preservation is a set of managed activitiesessary to ensure the digital object can be
accessed in the future. However, there are chakehke the hardware and software used to
store and access digital objects that are contslyoupgraded and outdated. Technology

obsolescence is generally considered as the fanthstrtechnical threat to ensuring continued

access to digital objects (Hockx-Yu, 2006).

To ensure the long-term accessibility of digitaljenlts, metadata is the key factor.

Preservation requires special elements to trackrdbes of a digital object (where it came

from and how it has changed over time), to detaiphysical characteristics, and to document
its behavior in order to emulate it on future tedbgies. Literature revealed that valuable
metadata is the best way of minimizing the riskdifital resources becoming inaccessible
and to be most valuable for all and needs to bsistamtly maintained throughout the process
(Alemneh, Hastings and Hartman, 2002; NISO, 2004).

Preservation metadata is a type of metadata thdaios information needed to archive and
preserve a resource to support the functions ohtaaing the fixity, viability, renderability,
understandability, and/or authenticity of digitddjects in a preservation context. It includes
elements of administrative metadata, structuraladegh, technical metadata - the subset of
administrative metadata that documents detailechdbrcharacteristics of files and some
rights metadata - the documentation of intellectpabperty rights, permissions, and

restrictions on use. Of course, the scope and ddptie preservation metadata required for a

1



given digital preservation activity will vary aading to numerous factors, such as the
intensity of preservation, the length of archivatention, or even the knowledge base of the

intended user community (Caplan, 2006).

Universally, there is a growing concern that digiesources will not survive in usable form
into the future. This is because most metadatarteffand research are centered on the
discovery of resources despite the fact that digifarmation is fragile and can be corrupted
or altered, intentionally or unintentionally. Digitobjects may become inaccessible as storage
media, hardware and software technologies changacé] a number of efforts have been
undertaken to perfect the digital preservation m@s$h Various organizations and agencies
internationally have worked on defining metadathessas for digital preservation like the
National Library of Australia (NLA), CEDARS Projeend a joint working group of OCLC
(Online Computer Library Center) and RLG (Resedrntinaries Group) to name just a few.
Many of these initiatives are based on or compatiith the standard reference model for an
open archival information system (OAIS) (ISO 1422D3) and these high-level preservation
metadata initiatives provide much needed infornmatiequired to manage the long-term

preservation of digital resources (Alemneh, Hastiagd Hartman, 2002; Lee, 2002).

OCLC and RLG jointly developed a metadata framewcaked PREMIS (PREservation
Metadata: Implementation Strategies) which is airti types of presentation metadata and
developing a set of core elements and strategredbdéoencoding, storage, and management of
preservation metadata within a digital preservatiystem. Currently, the PREMIS data
dictionary influences the world to be an internasibde facto standard for preservation
metadata (Caplan, 2006).

1.2. Statement of the Problem

Digital preservation is a relatively new phenomenod the success of preservation metadata
in supporting long-term preservation is largelyrigtt; many specifications for preservation
metadata have been published and significant pgedras been made towards standardizing a
core set of preservation metadata elements. Howéher movement from theory to practice
in preservation metadata cannot be traced as gtldtrlne, but rather as a series of

2



overlapping initiatives straddling research andeli@yment, with a substantial dose of cross-

fertilization at the boundary”’(Lavoie and Gartn2005, p.9).

In this regard a lot of efforts have been made rtmdpce conceptual models and concrete
metadata dictionaries for implementers of digitaservation services. For example, the set
of core elements in the PREMIS data dictionary mas been widely accepted and plays a
key role in creating coherence in the digital preston metadata community. PREMIS
provides a foundation to support interoperabilityoss systems and organizations. However,
literature revealed that there is a gap in itsiappbn into practice and this will have its own
future challenge from the very aim of digital pnesgion like long-term accessibility of
digital objects and others issues (Caplan, 2008) aSiumber of case studies are expected to
report on both implementation and use in carryingpmreservation strategies (Caplan, 2006;
Dappert and Farquhar, 2009).

Being digital does not necessarily mean being oaotisly accessible. Access to digital
resources through descriptive metadata is onlyaat-sérm solution. Preservation metadata
plays a significant role in facilitating preservatidecisions, detects preservation threats and
provides measures for minimizing risks to long-teéxceess (Alemneh, Hastings and Hartman,
2002). On the other hand, issues like the expesseacated with creation and maintenance of
metadata over time pose practical difficulties.

According to the European research roadmap on sixdoeand preservation of cultural and
scientific resources (2007), to keep digital olgaesable, meaningful, authentic and reliable
requires an understanding of the significant progerthat need to survive with the digital

object for a long time. Partly, this depends ondhesen file format of the digital object, but

most significant properties are determined by th&riess context in which they were created
and used. Various methods are currently being dpeel to enable the extraction of

significant properties of digital objects, but st yhere is little practical experience in this
area. The European research roadmap also inditaaedadditional fundamental research

and practical experiments, covering the many dfietypes of digital objects, are needed to
gain a thorough understanding of the underlyingeas’ (DigitalPreservationEurope, 2007,

p.27).



The ERPANET Briefing Paper in 2003 stated thattdigireservation strategies (for example,

migration, emulation, technology preservation) dgg¢pend to some extent on the creation,
capture and maintenance of suitable metadata. 8sepre digital objects, preserving the right
metadata is the key. Hence, due to this and otr@ous roles, metadata is a pressing topic on
the research agenda of digital preservation forctiraing years (DigitalPreservationEurope,

2007).

Thus, the focus of this study is on practice ofspreation metadata at memory institutions
that aim to look the extent of implementing themadt standard in to actual practice
especially from the PREMIS standard perspective didacto standard for preservation

metadata.

1.3. Aimsand Objectives

The aim of this thesis is to study the implementaf standard preservation metadata into

practice and the typical difficulties this poses.
The key objectives are:
e To examine the preservation metadata practicearnititutions.

e To identify and analyze the way how internationatadata standards have

been adopted for the digital preservation process.

e To analyze the way how and reasons for using metadasupport the digital
preservation processes.

e To investigate risks that can be anticipated in therent practice of

preservation metadata usage in memory institutions.
1.4. Research Questions
The central questions to this study are:

1. How effective are preservation metadata theoritespractice?
4



2. What tools, standards and strategies are adoptetidtadata management in
practice and why?

3. What is the level of granularity (e.g., represeaote, files, bitsreams) that
preservation metadata is applied in the practiceehory institutions?

4. What type of risks can be anticipated when presienvanetadata implemented

only partially in practice?
1.5. Methodology

This thesis is using qualitative study methods thageon a pragmatic approach and the
chosen research strategy is a case study. The kiokly at three memory institutions and
their use of metadata in their digital preservapoactice. These institutions are the National
Library of Estonia and the National Archives of &sa and the National Library of Wales.
Both interviews (face-to-face interview for thesfitwo institutions and interview via email
with follow-up for the third institution) and docwmt analysis were used for the data
collection exercise. The process of data analysissists of coding the interviews and
organizing codes and the data from documents ih@meés that correspond with the research
objectives and research questions. A more detaiecussion of the methodology can be
found in Chapter 3.

1.6. Limitation and Scope of the Research

There are a few limitations that should be outlimedrder to have a clearer idea of the scope
of this study.

* The number of memory institutions used for the ctadies was relatively small. This

was mainly due to time and resource constraintseMA thesis project.

« Due to geographic distance and potential inconvesiefor the respondents, an
interview at one of the memory institutions was dueted via email with follow-up
questions.



1.7.

1.8.

Only English language implementation documentatwas used because of the

language barrier.
The literature review covers only publications imgish.
Significance of the Study

Metadata is central to digital preservation proessyery few standards for digital
preservation metadata exist; the application o$eh&tandards into practice is limited
due to the complexity of the subject area and iexjstraditions and practices in
institutions involved with preservation; outlinirige core reasons why preservation
metadata standards fail to be implemented to thevill help memory institutions to

plan their metadata and digital archive initiatives

This thesis contributes to the research through dhse studies that report the

implementation of preservation metadata standartts practice.

It will also act as a source of reference for thed® want to do further research on

the same area.

Outline of the Thesis

The first chapter of this thesis provides a ratierfar the study by providing background

information which gives context to the work as aoleh The research problem, the objectives

and research questions of the study are stated tlaadperceived limitations further

contextualize this study.

Chapter 2 reviews the literature that is pertirterthe topic and that has informed this study.

The literature review provides an overview of diditpreservation issues; metadata

requirements for long-term preservation; preseovatimetadata standards and their

implementation issues are reviewed.

The third chapter outlines the methodology usethis research project. The data collection

and analysis methods are discussed.



Chapter 4 comprises the data analysis and maimnfiadIt explores the main themes that

correspond to the objectives and research questicthss study.

The final chapter presents conclusions from thseaech project and offers suggestions for

areas of further research.
1.9. Chapter Summary

This introductory chapter has provided backgrouridrmation to this research and discussed
the initial stimulus for the study. The researchlyem has been presented and justifications
for continuing this research have been providee Miethodology has been briefly described
and limitations as they apply to this study haverbaddressed. An overview of how this
thesis will progress has also been provided. THewang chapter reviews the literature as it

pertains to this study.



CHAPTER TWO: LITERATURE REVIEW

2.1. Introduction

This chapter reviews various works which are rehéva the research topic of this study. It
discusses the relevant concepts needed to findemadw the research problem. It will start
with general discussion of issues and challengetigital preservation then review matters

pertaining to the preservation metadata.

Further on, the OAIS reference model is discuseeetlation to preservation metadata. The
key preservation metadata standards and initigtihesprocess of implementation of theory
to practice are included in the review so as torige general understanding of preservation

metadata as a whole.

Finally, concepts of interoperability and metadatgistries with respect to preservation

metadata implementation are discussed.
2.2. Issuesand Challengesin Digital Preservation

Digital preservation is defined as “the managedviiets necessary for ensuring both the
long-term maintenance of a bitstream and contimramzkssibility of the document contents
through time and changing technology” (RLG, 2003) pAs Ross (2007) explained, digital
preservation is not only about “keeping the bitgsth streams of 1s and Os that we use to
represent information” but also about “maintainthg semantic meaning of the digital object
and its content, about maintaining its provenanod authenticity, about retaining its

‘interrelatedness’, and securing information altbetcontext of its creation and use” (p.2).

Therefore, in order to keep the digital object $ar long, it needs to manage the digital

preservation activities soundly.

Lee, Slattery, Lu, Tang and McCrary (2002) poini that:

Digital preservation involves the retention of bdtie information object and its

meaning. It is therefore necessary that preservdagohniques be able to understand

and re-create the original form or function of titgect to ensure its authenticity and
8



accessibility. Preservation of digital informatiols complex because of the
dependency digital information has on its techngalironment (pp.93-94).

As Strodl, Becker, Neumayer and Rauber (2007) dinéerin the digital library community,
digital preservation as the process of keepingtalighbjects accessible and usable for a
certain period of time has turned into one of theshpressing challenges. This is because of
the rapid changes and ongoing developments in lagjwoftware, file formats, information
technology infrastructure and computer equipmentgemeral which makes long-term
archiving of digital objects a highly complex antvatse matter. In this regard, Lee et al.
(2002) also state that digital resources presentensomplex problems than conventional
analogue media as newer digital technologies rapmgipear and older ones are outdated,

information that relies on obsolete technologiesnsibecomes inaccessible.

From this we can understand that the speed of fnanation in information technology
shows that data can be inaccessible within fewsyaad needs to take action in the process of
digital preservation. According to Rosenthal, Rad@m, Lipkis, Reich and Morabito (2005),
“the goal of a digital preservation system is tina& information it contains remains accessible
to users over a long period of time.” However, design of such systems is the key problem

and there are several reasons for this complegi).(

The first one is the period of time that usuallyésy long — much longer than the lifetime of
individual storage media, hardware and software pmrants and the formats in which the
information is encoded, i.e., no media, hardwaresaitware exists in whose longevity
designers can place such confidence (Rosenthal,e2(05). The second one is “digital
information is threatened by the speed in which hgves of hardware and software replace

current versions” (Oltmans and Wijngaarden, 20023p

The complexity of digital preservation was anti¢gzhby scholars a decade ago. For example,
Terry (1997) predicted (as cited in Caplan (2007jgchnological obsolescence, the
proliferation of file formats, restrictive intelle@l property regimes and the like would see us
into an era where much of what we know today, mothwhat is coded and written
electronically, will be lost forever” (p.449). Mareer, the risks of digital volatility both in

terms of storage media permanence and of uncaedrolbsolescence of technology reflected
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in changes in operating systems, file formats, inpnd output devices, programming
languages and software applications have been memmmfjas serious threats to the future of
exponentially growing digital assets (Bennett, 19%0rdeiro, 2004; Groenewald and
Breytenbach, 2009). This is because new types wiweae, computer applications and file
formats supersede each other, making digital indbion inaccessible in the long-term, i.e.,
either the formatted bit stream becomes obsoletediandeterioration), or there is no
functionality available to decode this bit streamd arender the information to the user
(Oltmans and Wijngaarden, 2004).

Digital preservation is a crucial issue and calliog measures that go beyond permanent
archiving and all stakeholders agree that digiéslource preservation encompasses a wide
variety of interrelated activities (Alemneh et €&002). The main rationale behind digital
preservation is to ensure protection of informatdrenduring value for access by present
and future generations and hence it comprisesaninuhg, resource allocation and application
of preservation methods and technologies necedsagnsure that digital information of

continuing value remain accessible and usable (Blaama and Gurey, 2009).

As Jana et al. (2009) explain, “the strategy oftdigpreservation is a particularly technical

approach to the preservation of digital resouroesrfaintaining and accessing over the long-
term even though no one is appropriate for all22p. The fact that made preserving digital
resources difficult is that they can only be regdsbftware. This would mean that in order to
ensure long-term access to digital resources, \ed te preserve all the software, hardware,

and operating systems on which the software raankeh et al., 2002).

Digital information requires detailed metadata jpgdmore than any other media to ensure
its preservation and accessibility for future gatiens (OCLC/RLG, 2001) and overall,
metadata is the key resource in order to facilitasource discovery, to organize electronic
resources, to facilitate interoperability and lggaesource integration, to provide digital

identification and support archiving and presensanf digital objects (NISO, 2004).
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2.2.1. Digital Objects

Digital documents are modeled in very different sidy can be a “sequence of expressions or
a sequence of scanned page images, and so onénrxtesn of digital information object
does not necessarily involve maintaining all of dgital attributes in addition the
management and then preservation of it dependeomtidel that is applied(Thibodeau, 2002,
p.5). According to Thibodeau, for any use in adsiregthe challenge of digital preservation it
is possible to define “a digital object as an infation object, of any type of information or

any format that is expressed in digital form” (p.5)

Further, he elaborated that “all digital objects antities with multiple inheritances; that is,
the properties of any digital object are inherifsain three classes: physical, logical, and a
conceptual object, and its properties at each o$dHhevels can be significantly different”

(p-6). The digital object levels are described as:

* A physical object- is an inscription of signs onmsophysical medium, i.e., this level
deals with physical files that are identified andnmaged by some storage system. The
physical inscription is independent of the mearahthe inscribed bits.

* Alogical object- is an object that is recognizeud grocessed by software. It is a unit
recognized by some application software. This ratam is typically based on data
type. A set of rules for digitally representingarhation defines a data type.

* The conceptual object- is the object as it is reacogf and understood by a person,
such as a book, a contract, a map, or a photograjin some cases recognized and

processed by a computer application capable ofutxgcbusiness transactions. (p.8).

Hence, Thibodeau (2002) illustrated it as follows:

To preserve a digital object, the relationshipsveen these levels must be known or
knowable, i.e., we must be able to identify andiege all its digital components. The
digital components of an object are the logical phgsical objects that are necessary
to reconstitute the conceptual object... For examp retrieve a report stored as a
master and several subdocuments, we must knowttlsastored in this fashion and
we must know the identities of all the logical campnts. To retrieve a specific order
from a sales application, we do not need to knowrerfall or any of the data for that
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order are stored in the database; we only needdw kow to locate the relevant data,
given the logical structure of the database (pA.2)L-

To successfully apply different preservation styjge and manage the digital object,
components of the levels of the digital object $tidne well studied and identified.

2.2.2. Digital Preservation Strategies

There are many digital preservation strategies ldped to preserve digital objects and keep
them accessible in the long run. Migration and exthoth are the most prominent ones (Strodl
et al., 2007, p.2).

e Migration: it is the method of repeated conversminfiles or objects. A file is
converted to either a more current version of W dile format, or to another, which

is easier to handle and access.

« Emulation denotes the duplication of the functidgabf systems, be it software,
hardware parts, or legacy computer systems as &wmeeded to display, access, or
edit a certain document. Emulating a certain vergiba software system needed to
access a file in an outdated version or formatiamlthe most frequently method in

the digital preservation context.

Both strategies have their own requirements, probjalifferent solutions to the problem and
their applicability is also highly challenging andntext dependent. Strodl and his colleagues
also added that “preservation strategies and spaadftware tools for emulation or migration
must always be chosen according to requiremeniadividual institutions” (Strodl et al.,
2007, p.2).These strategies rely on the preservatidboth the original bitstream as well as
detailed metadata which will enable it to be inteted in the future (Hunter and Choudhury,
2003). Most digital preservation strategies depengome extent upon the capture, creation
and maintenance of appropriate metadata, i.eerdifit kinds of metadata will be required to

support different digital preservation strategiesligital information types (Day, 2003b).

Metadata must enable access to the intellectuaénbof the object (whether by migration or

emulation), find the object, manage the object, allmv other versions of the object to be
12



produced. Besides, for maintaining a history oftdigpbject, metadata is a key part of digital

preservation (Jana et al., 2009; Lee et al., 2002).
2.3. Metadatafor Long-Term Preservation

According to the National Information Standards &rvgation [NISO] (2004), metadata is
defined as “structured information that describ@gplains, locates, or otherwise makes it

easier to retrieve, use, or manage an informageaurce” (p.1).

The American Library Association committee on cagalg: description and access presented
the formal working definition of metadata in 2004 i& is a structured, encoded data that
describe characteristics of information-bearingtest to aid in the identification, discovery,

assessment, and management of the described £(Aitié, 2000).

Unless the content of the digital object is desailwith descriptive, structural and technical
and administrative metadata and preservation aifits must not be accompanied by
metadata, a digital object does not have any mgatana human being (Groenewald and
Breytenbach, 2009). Thus, metadata is critical @hays an important role in digital

preservation but complex. Appropriate preservatoi metadata management are vital if
digital objects are to stand any chance of surgiomer time with their intellectual integrity

uncompromised (Jana et al., 2009; Lee et al., 2008 following section will discuss about

preservation metadata and related issues.
2.3.1. Preservation Metadata

Preservation metadata is the information infrastmecthat supports the processes associated
with digital preservation and facilitates the ldoegm retention of digital information
(OCLC/RLG, 2002; NLNZ, 2003). Based on OCLC/RLG adtNZ reports, preservation
metadata has a lot of uses and objectives such wadlibe used to store information
supporting preservation decisions and actions, mect preservation processes, such as
migrations, transformations and emulations, reciwel effects of preservation processes,

ensure the authenticity of preservation masters twee and enable objects for which the
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institution has assumed preservation responsibttitybe identified (OCLC/RLG, 2002;
NLNZ, 2003).

Furthermore, according to NLNZ (2003), preservatioatadata addresses two functional
objectives. These are “providing the institutiorthwgufficient knowledge to take appropriate
actions in order to maintain a digital object’s &titeam over the long-term and ensuring the
content of an archived object can be rendered atsdpreted, in spite of future changes in

storage and access technologies” (p.3).

According to OCLC/RLG working group on preservatioretadata report on 2002 “the
importance of preservation metadata has been wateds by the efforts of a number of
organizations to develop metadata of this typeuppsrt of their own digital preservation
activities”. Though the community who practiced ithfy preservation has got immense
benefit from this work, still they luck coordinaticand unable to reach metadata framework
for digital preservation that represented a consers leading experts and practitioners
(OCLC/RLG, 2002, p.1).

As a result, ensuring the long-term preservatiomfafrmation in digital form will be one of

the greatest challenges in the twenty-first cen{Day, 2003a).

Day (2003b) stated that even though the generatioth maintenance of preservation
metadata remains a prerequisite of ensuring theesstul preservation of digital objects, it
will be assumed to be expensive and “the difficafyensuring digital preservation without
metadata may mean that it is ultimately a cheamer more effective option than the

alternatives” (p.4).

However, “preservation needs to be addressed thouighe life cycle of digital material in
order to be effective” and capturing and managimegdppropriate technical and preservation
metadata is vital component of digital preservatiorthe early stages of the lifecycle to

guarantee the digital files are not changed inaay (Woodyard, 2004, p.17).

Lavoie and Gartner (2005) point out that thoughsereation metadata is still a fairly new
issue, it has moved quite rapidly from theory tagice. On the other hand, they also
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highlight that the movement from theory to praciit@reservation metadata cannot be traced
as a straight line. According to them, this is tu@artly, efforts to develop solid foundations
for digital preservation techniques and practices paralleled by an immediate need to
implement capacity to secure the long-term retentd digital materials and currently
perceived to be at risk. Hence, according to trmtommendation, “it is useful to establish
two endpoints for the development of preservati@iagiata the OAIS Information Model at
one end, and the PREMIS working group at the o#het with a number of important

initiatives taking place in between”(p.9).

Thus, release of the framework prompted interestaning it towards a more implementable
status. As a result, a number of institutions arajegts have released preservation metadata
element sets over the past few years by reflectingde range of assumptions, purposes, and

approaches (Lavoie and Gartner, 2005).

2.3.2. The Need for Preservation M etadata

Properly used metadata will help to identify theneaof the resource, who created it, who
reformatted it, and other descriptive informatiovd grovide unique identification and links to
organizations, files, or databases which have reatensive descriptive metadata about this
resource (this is particularly important in the mivéhat the digital file and its metadata
become separated) and also facilitate the long-taceess of the digital resources by
explaining the technical environment needed to vibes work, including applications and
version numbers needed, decompression schemes, fidtisethat need to be linked to it,
among others. Including preservation, metadata @msmportant role in digital resource
management regardless of which preservation stragrgulation-based or migration-based,
are adopted, the long-term preservation of digriédrmation will involve the creation and

maintenance of metadata (Calanag, Sugimoto anctd a®001; Besser, 2000).

Particularly, analyses of the goals of long-terngitdl preservation have led to a solid

understanding of the types of metadata that is ewede., preservation metadata which is
“the essential information to ensure long-term asi®lity of digital resources” (Dappert and

Farquhar, 2009, p.1).
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Anderson, Delve, Pinchbeck and Alemu (2009) alsesstthat “indeed, without appropriate
metadata any attempt to ensure the longevity arteaticity of digital objects cannot
succeed” (p.16).

Preservation metadata, according to Cordeiro (20€#)“include a wide range of elements
for a variety of management purposes and show wat@vels of detail” (p.11). As discussed
by Lavoie and Gartner (2005), preservation metagddtaportant because:

» Digital objects ar e technology-dependent.

The contents of digital objects cannot be accedgedtly by users unlike print books or oil

paintings. “Instead, a complex technological enwinent, consisting of software, hardware,
and in some cases network technology, sits betwkenuser and the object’'s contents.
Rendering and using digital objects requires thailability of this environment, or at least

some technically equivalent substitute”. That isywsimply preserve a digital object is not
enough. Therefore, it is important especially taetdly document the technological

environment of an archived digital object to ensitiremains usable for current and future
generations since the constant pace of technologiltange inevitably makes today’'s
technologies obsolete (Lavoie and Gartner, 20@j, p.

* Digital objectsare mutable.

Lavoie and Gartner (2005) indicate that “digitajemts can be easily altered, either by
accident or design, with potentially significairtnsequences for an object’s look, feel, and
functionality”. Beyond this, many forms of digitatorage media have relatively short
lifespan. It raises the specter of “bit rot” i.the gradual degradation of stored bits leading to
partial or even complete information loss. Lavarmel Gartner underline that “even the act
of preservation itself can alter the form famction of a digital object , for example,

when an object is migrated from one format to aeoth order to keep pace with changing
technologies”. Due to these and other rationalgs,is vital to accompany an archived

digital object by metadata documenting its praree and authenticity in particular, its
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salient characteristics at the time of creationw llmose characteristics have been altered over

time, by whom, and for what purpose (p.6).
» Digital objectsarebound by intellectual property rights.

For the most part, digital preservation actions@ezemptive in nature, i.e., seeking to avoid
damage rather than to repair it. As Lavoie and r@ar(2005) underlined “once a digital

object is corrupted, or the means to access it isstontents may be lost forever”. Taking
these and other things in to consideration, digitalservation must often take place early in
the information life cycle and while the materialstill under copyright. Thus, it is important

to document the intellectual property rights asstad with an archived digital object in order
that long-term preservation actions can be cootdthaith any rights restrictions binding on

the object (Lavoie and Gartner, 2005, p.6).

Thus, to sum up, preservation metadata is indigtBesince it enables a digital object to be
self-documenting over time, and positioned longrtepreservation and access, even as
ownership, custody, technology, legal restricticars] even user communities are relentlessly
changing (Lavoie and Gartner, 2005).

As indicated by Besser (2000); Alemneh et al. (30p&servation metadata is an approach to
provide sufficient technical information about dajiresources. This supports the two primary
strategies for preservation of digital resourcelse Tirst one is migration, i.e., transfer of

digital resources from one generation to a subseqgeneration and the second one is
emulation, i.e., developing techniques for imitgtobsolete systems on future generations of

computer.

Effective long-term preservation of a digital oljjeequires further metadata specific beyond
description, technical and administrative metadaaaagement. “The type of information that
needs to be recorded includes details of provenaweeership, fixity, an event log to record

actions performed on it and any technical and sighfiormation that is necessary to deliver it
to the end user” (Gartner, 2008, p.10).
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2.3.3. Typesof Preservation M etadata

According to Carignan et al. (2006), preservatioatadata “overlaps with technical and
administrative metadata, detailing important infatimn about the digital file, including any
changes in the file over time and management lyistéior Carignan and his colleagues
preservation metadata is useful for digital objdotsy-term retention and use but does not
support discovery or use of digital files. They dragized that “the object meant to be

preserved by preservation metadata is the presemvatster digital object itself” (p.8).

Day (2005) also states that:

It is understood that preservation metadata istalbof the various types of data that
allows the re-creation and interpretation of theitre and content of digital data
over time. He continued and indicated that suchadet needs to support an
extremely wide range of different functions, inchgl discovery, the technical
rendering of objects, the recording of contexts pralenance, to the documentation
of repository actions and policies (p.19).

Therefore, according to Day (2005), conceptualhgsprvation metadata covers the popular

division of metadata into descriptive, structunadl@dministrative categories.

Anderson et al. (2009) also indicate in their répmr the state-of-the-art in  metadata
standards and approaches in Europe, “preservateiadata covers administrative, technical
and structural metadata, highlighting the someMihat nature of definitions in this field that
make it difficult to consistently draw clear bounda around different kinds of
metadata’(p.17).

The NISO framework of guidance for building gooditiil collections in 2004 also described
preservation metadata in such a way that it is @setuof administrative metadata aimed

specifically at supporting the long-term retentafrdigital objects (p.27).

According to PREMIS data dictionary in 2008, preséipn metadata spans a number of
categories typically used to differentiate typesnoétadata like administrative (including
rights and permissions), technical and structuRdrticular attention was paid to the

documentation of digital provenance (the historyanfobject) and to the documentation of
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relationships, especially relationships among diffié objects within the preservation
repository (OCLC/RLG, 2008).

Maxymuk (2005) states that:

There are five overlapping types of metadata tilatvaan institution to manage,
preserve and provide access to digital resourcesciiptive metadata for resource
discovery, i.e., it describes the content of thgitdi object or collection for instance
title, author, and subject data. Administrative awleta details management
information like location, access control, and aogiyt. Technical metadata outlines
file characteristics such as file format, scanrspgcifications, file size, software used,
quality, and extent. Structural metadata contrbks telationship of the parts of a
compound complex objects, like the pages and chaptean e-book or the audio and
text in a PowerPoint presentation. Lastly, presgomametadata is used to document
the preservation process used to create the dadijatt or collection (p.147).

Lynch (1999) also indicate that metadata shoulbmpany and make reference to digital
objects, providing associated descriptive, striatfuadministrative, rights management, and
other kinds of information.

Preservation metadata represents a repositorytsgbess as to what information will be
necessary in order to make it possible to useitatmpject in the future, given the likelihood
of changes in technology, format obsolescence psimer risks. The use may differ depending
on the nature of the item, the user community, thetitution and preservation

strategies/techniques (different strategies may ateindifferent pieces of information be
recorded) (Caplan, 2006).

Thus, no universal preservation metadata elemenargke no expectation that there will or
should ever be one because of the above menti@asdns. “Even PREMIS attempts only to
be a core set of things that most working presematpositories are likely to need to know
in order to support digital preservation” (CaplafQ6, p.12).

As discussed above, still it is difficult to draw ckear boundary around what types of
information fall within the scope of preservatiortadata. However, with a lot of arguments
and discussions, consensus seems to have setteddafive major areas relevant to

preservation metadata and stated as follows.
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* Provenance includes “custodial history of the digitbject, potentially stretching back
to the time of the object’s creation, and movingvard through successive changes in
physical custody and/or ownership”.

» Authenticity include “information sufficient to vdiate the archived digital object is in
fact what it purports to be, and has not been adterither intentionally or

unintentionally, in an undocumented way”.

* Preservation activity includes “the actions takererotime to preserve the digital
object, and record any consequences of these adii@t impact the look, feel, or

functionality of the object”.

e Technical environment includes “hardware, operatisgstem, and software
applications, needed to render and use the dighigdct in the state in which it is
currently stored in the repository”.

* Rights management includes “any binding intellelcppraperty rights that limit the
repository’s powers to take action to preservediigéal object and to disseminate the

object to current and future users” (Lavoie andt@ar 2005, p.5).

To sum up when preserving digital information fangd-term, different metadata are
important. Descriptive, technical and structurataclata are essential for the description of
different digital objects. Preservation metadatadsessary to describe the provenance, fixity,

context and rights.

The next section will discuss about OAIS referemesedel. This is because the OAIS
information model provides an abstract framewonktfonking about preservation metadata
and particularly relevant to describe the metadag@irements for long-term preservation, or
in other words, it has direct relevance to the asefl preservation metadata (OCLC/RLG,
2002).
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2.4. TheOAISReference Model

The OAIS reference model initiative was startedtliy Consultative Committee for Space
Data Systems (CCSDS) of the National Aeronautics Space Administration (NASA) and
became an ISO standard in 2003. The OAIS Refergloc! is a conceptual framework for a
generic archival system which is dedicated to d hie of preserving and maintaining access
to digital information over the long term, definibgth a functional model and an information
model for preservation activities. It describes¢hgironment in which an archive resides, the
functional components of the archive itself, anel itiformation infrastructure supporting the
archive’s processes (Lavoie, 2004; Caplan, 2006;©RLG, 2002).

An OAIS is “an archive consisting of an organizataf people and systems that has accepted
the responsibility to preserve information and mélavailable for a designated community”.

It has two major components. The functional modtehds six components: ingest archival
storage, data management, preservation plannicgsa@nd administration) and information
model (CCSDS, 2009, p.1-1).

“The information model broadly describes the metadeequirements associated with
retaining a digital object over the long-term. Thiformation model is particularly valuable
because it was developed in conjunction with a tional model of a digital archiving

system” (Calanag, Tabata and Suginoto, 2004, p.60).

The OAIS reference model has proven to be sigmifiganfluential in answering the most

fundamental questions concerning preservation r&agarticularly on its scope like what
types of information are included in this classradtadata and how is it distinguished from, or
overlap with, other classes of metadata. Thusjntitoduces the concept of an Archival
Information Package (AIP), which is the digital et being preserved along with its

associated metadata” (Calanag et al., 2004).

As Lavoie and Gartner (2005) described:

The OAIS reference model provides a high-level sy of the types of information
needed to support digital preservation, includingpresentation information,
preservation description information (which can lm@ken down into reference,
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context, provenance, and fixity information), pagika information, and descriptive
information. These information types can be intetgd as the general categories of
metadata needed to support the long-term preservatid use of digital materials,
and have served as the starting point for a nurmbpreservation metadata initiatives

(p-2).

It is represented diagrammatically in Figure 2.1.
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Figure.2.1. Archival Information Package (CCSDS.658-1.1, 2009, p.4-38)

“The information model defines a number of diffarénformation Objects that cover the
various types of information required for long-tepmeservation”. These information objects

are described as follow (Day, 2003b, pp.2-3).

» Content Information - the information that requipgsservation.

22



* Preservation Description Information - any inforioat that will allow the

understanding of the Content Information over atefmite period of time.

» Packaging Information — the information that birals components into a specific

medium.

» Descriptive Information - information that helptsto locate and access information

of potential interest.
2.4.1. Why We Need Standards?

As it is stated by Knight (2005), the lack of imtetionally agreed standard on preservation
metadata is a key inhibitor to full implementatioha preservation metadata strategy and
makes difficult for any organization to commit thesources required to move from the
conceptual development to a practical implememativen previously, the necessity for
common approach to metadata has been noted andvaekiged in the library community
for as long as inter-institutional co-operation lhaen practiced. Particularly, in the 1960s it
was recognized “when the MARC standard and AACRalogtiing rules were created to
standardize practices into a form which would mhlteuse of the then emerging computing

technologies” (Gartner, 2008, p.5).

As recommended by Oltmans and Wijngaarden (200wgh implementation of digital
archives has benefited from standardization effoety., the OAIS reference model and
international projects like NEDLIB, the developmefitpermanent access technology is still
in its infancy. “Information technology companieavie only recently become aware of the
problem of relatively short-term accessibility ofithl objects”. Currently, some projects
have started to develop procedures, tools and metfay the future accessibility of digital
objects. However, “these initiatives have been bswEle and scattered. Intensive
international co-operation and joined R&D effornmseded” (p.23).
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2.5. Preservation Metadata Standards and I nitiatives

In the past ten years, there have been a numbeitiafives aimed at developing preservation
metadata standards. These initiatives are origigdtom national and research libraries, the
archives and records domain, digitization and opinejects.

Some of the initiatives have essentially been nubosely structured on the OAIS model's
definition of an AIP, e.g., the specifications dieyed by CEDARS and NEDLIB projects
while others have been pragmatic responses tartheediate resource management needs of
the institution, e.g., the NLA and the NLNZ (Andenset al., 2009).

These initiatives work on standardizing preservatioetadata specification to solve the
problem related to preservation and accessibifitgigital materials. As a result, they came
up with different metadata specifications and ptaye great role for the development of
digital preservation field particularly in the are& preservation metadata. Thus, in the

following section different preservation metaddendards and initiatives are discussed.
 TheResearch Libraries Group (RLG)

The RLG’s metadata set was aimed at facilitating pheservation of and access to digital
images which makes it of limited use for other g/ digital objects in this preliminary
attempt. The RLG elements illustrate the relatignsif preservation metadata to the three
broad categories of metadata defined as descrjpaigieninistrative, and structural. Even
though preservation metadata can potentially steadlll three metadata types, its focus lies
with the latter two. It was not implemented widélyt it helped reinforce the discussions to
work on preservation metadata not just for images ib general for digital objects
(OCLC/RLG, 2001).

» PANDORA Logical Data Model

National Library of Australia was one of the fimsstitutions to actually build a digital archive
with the establishment of the PANDORA archive ofovaecessible materials in 1996. The

NLA metadata element set focuses on “informationnged out of the system to manage
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preservation”. Other metadata requirements, suatessurce discovery, are not considered.
The element set explicitly addresses the metadetasnof different levels of descriptive

granularity, assessing the relevancy of particelaments at three different levels: collection,
object, and sub-object (file). However, the assiimnpis maintained that the object is the
primary focus of description. No assumptions aredenabout the specific nature of the

processes used to implement preservation (e.gratimg or emulation) - the element set is
technology-neutral (OCLC/RLG, 2001, p.17).

* TheNational Library of New Zealand

The National Library of New Zealand developed aadata schema to support the digital
preservation activity of the NLNZ. This metadathema was seen as significant in virtue of
having been one of the first preservation metadateemas that was actually implemented.
This metadata schema includes information aboudvere and software environments and
also includes information about rights and proveeahe schema recognized the possibility

of future changes and revisions to comply with pth&ernational standards (NLNZ, 2003).
* Networked European Deposit Library (NEDL1B) Metadata Elements

NEDLIB was a collaborative project of European oaél libraries led by the National
Library of the Netherlands. This project defineduactional model based on the OAIS
reference model. The functional model is called @#pSystem for Electronic Publications
(DSEP). The DSEP data model includes the originalstseam of digital publications,
metadata, software, and packaging informationtdtes and manages metadata separately
from the digital object (bitstream). This is becawghile the bitstream does not change, the
metadata for it may be changed frequently (Day,1208lEDLIB’s metadata specification
was explicitly based on OAIS and focused speciffcah the metadata needed to address
problems of technical obsolescence Unlike CEDARSI(O/RLG, 2001).

+ CEDARS Preservation M etadata Elements

A CEDARS project was a collaborative effort invalgiUKOLN (The UK Office for Library
and Information Networking) and CURL (ConsortiumUriiversity Research Libraries). The
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CEDARS metadata specification explicitly attemptedtranslate the abstract OAIS model
into more practical metadata specifications. ltirted preservation metadata sets broadly as
“the information required to support meaningful @= to the archived digital content and
includes descriptive, administrative, technical dghl information”. The metadata element
set is also intended “to enable the long-term puas®n of digital resources and applicable to
a broad class of digital objects, in expectatioat tihe typical digital library collection will
contain a diverse range of formats”. In additiohe tspecification is wished-for to be
independent of the level of granularity at whichtadata is assigned (OCLC/RLG, 2001,
p.17).

2.6. OAISto PREMIS- Preservation Metadata from Theory to Practice

The OAIS Model is the common framework guiding gn#ficant proportion of recent
international research on digital preservation. ®Adrovides a framework to unify the
concepts and terminology in the community. Its infation model as stated in section 2.4

defines categories for preservation metadata (Orappd Farquhar, 2009).

Both the earlier framework and the PREMIS dataialery build on the OAIS reference
model. The OAIS information model provides a congap foundation in the form of
taxonomy of information objects and packages fohized objects, and the structure of their
associated metadata. The framework can be viewad akboration of the OAIS information
model, explicated through the mapping of preseovaihetadata to that conceptual structure
(CCSDS, 2002). The PREMIS data dictionary can bewgd as a translation of the
framework into a set of implementable semanticaurtitowever, it should be noted that the
data dictionary and OAIS occasionally differ innknology usage. This is because of the fact
that PREMIS semantic units require more specifitign the OAIS definitions provided and
which is expected when moving from a conceptuamé&aork to an implementation
(OCLC/RLG, 2008).
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2.6.1. PREMIS (PReservation M etadata | mplementation Strategies)

Later, an attempt by CEDARS and NEDLIB projectsetbgr with the NLA specification to
define a preservation metadata schema were takeard by an international working group
called OCLC/RLG and produced a metadata framewmdupport the preservation of digital
objects that uses the OAIS information model ag p#its basic structure (OCLC/RLG,
2002).

The PREMIS data dictionary consolidates severdieeafforts to produce conceptual models
and concrete metadata dictionaries for implemerdedsgital preservation services. It define
a core set of implementable, broadly applicablesgmeation metadata elements, supported by
a data dictionary and identify and evaluate altéveastrategies for encoding, storing,
managing, and exchanging preservation metadata(@RIL&, 2008). PREMIS defines five
kinds of entities: intellectual entities, objeciégients, events and rights (Caplan, 2009). The

following PREMIS data model as shown in Figure 2eBbw shows the relationships of those

entities.
Intellectual Entities Rights

Content that can be described Assertion of rights

as 4 unit (e.g books, articles, znd permissions.

databases).

Objects Agents

Discrete units of infermation People, arganations,
In digrtal form. Can be flies, or software.

bitstreams or representations.

N/

Events

Actlons that invelve an Object
and an Agent known to the
SYSTLITL

Figure 2.2. PREMIS data model (Caplan, 2009, p.8)
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The PREMIS data model shows the relationships tfies The following section describes
the five entities of PREMIS (Guenther, 2009).

Intellectual entity: Set of content that is considered a single intelcunit for purposes of
management and description (e.g., a book, a preyibgra map, a database). It is not fully
described in PREMIS data dictionary, but can b&egto in metadata describing digital

representation.

Objects: Discrete unit of information in digital form. Olgjis are what repository actually

preserves. According to PREMIS there three typeshcts.

* Representation: set of files, including structural metadata, thaken together,

constitutes a complete rendering of an intellectundity.
* File: named and ordered sequence of bytes that is kbgvam operating system.

» Bitstream: data within a file with properties relevant forepervation purposes
(but needs additional structure or reformattingoéostand-alone file) (Guenther,
20009).

Events: “an action that involves or impacts at least one dbggcagent associated with or
known by the preservation repository”. It helpgltcument digital provenance and can track
history of object through the chain of events tlatur during the objects lifecycle
(OCLC/RLG, 2008, p.130).

Agents. Person, organization, or software program/systesuaated with an event or a right

(permission statement).

Rights. An agreement with a rights holder that grants p&sion for the repository to

undertake an action(s) associated with an object{be repository.

The data model is a useful framework for distingung applicability of semantic units across
different types of entities and different typesaobfects. It gives organizational convenience

for development and use unlike traditional “flatétadata management structures.
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The PREMIS data dictionary is a comprehensive, tmalc resource for implementing
preservation metadata specification in digital acg systems produced from an
international, cross-domain consensus-building ggecand has since become teefacto
standard for metadata used in support of the digreservation process (OCLC/RLG, 2008).
Now it is in its second version which was released008 and has been widely accepted and
plays a key role in creating coherence in the digiteservation metadata community and
provides a foundation to support interoperabilityoss systems and organizations (Dappert
and Farquhar, 2009). As a result, undoubtedly, PEEBIthe best established schema to deal

with preservation metadata (Gartner, 2008).

The group’s aims are to develop a comprehensivesepration metadata framework
applicable to a broad range of digital preservatemtivities, and to examine issues
surrounding the practical use and implementatiomefadata to support digital preservation

processes (http://www.oclc.org/research/pmwg/).

From the PREMIS perspective, preservation metadiatbudes different categories of
metadata including rights metadata and provenare@adata, not only limited to technical
metadata. It also recommends the use of contreitedbularies for preservation metadata
values and having a central registry of environsemietadata which can be shared by
different users (OCLC/RLG, 2005).

The PREMIS data dictionary has a set of elemeimt® fivthich a number of separate XML
schemas have been derived. These include the otgelft(including identifiers, checksums,
information on its creation and its relationshipsother objects), events (such as its creation
and how and when it has been processed), agerusiatssl with its preservation (people,

organizations and software), and rights associattdit (Gartner, 2008).

Few studies are conducted how preservation metadatpracticed in various institutions. A
study by Woodyard-Robinson (2007) on how institasiamplemented PREMIS indicated
that “institutions use PREMIS in different ways. iéoimplemented PREMIS ‘as is’ but
instead they used different mechanisms. Some Higieservation software tools such as
DROID/ PRONOM, JHOVE, NLNZ metadata extraction bt only very few automatic
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metadata extraction tools from the objects theneselwas reported according to her.
Regarding representation of the PREMIS metadatast mab the institutions implemented
PREMIS using either a relational database managersgstem or XML and some
repositories want to keep environment metadatanoaxéernal repository. According to her
report, still too few implementations of PREMIS hrayreached sufficient maturity to support
firm conclusions on exemplary implementation pi@esti However, according to Anderson et
al. (2009) “compared to other preservation metadgateemas, PREMIS is in the happy
position of being widely implemented by librariesdaarchives” (p.37).

The reasons why | am studying the use of PREMIgis thesis is because it is the best
standard we have and is the most widely applicabless all sorts of institutions, digital

preservation contexts and system implementationgchwis oriented towards practical

implementation. It has close links with the OAl&rstard. The PREMIS data dictionary
supplies a critical piece of the digital presematinfrastructure, and is a building block with

which effective, sustainable digital preservatitrategies can be implemented. It is the first
comprehensive technical specification for presémwatmetadata produced from an

international, cross-domain, consensus-buildingcgse (Anderson, Hallahan, Kays and
Whitworth, 2009).

2.7. Preservation Metadata and I nteroper ability

Interoperability gives digital repository systerhg bility to exchange metadata information
and use the exchanged information. Thus, in tr@mmdtion community, interoperability, i.e.,
capturing and reusing of metadata, is one of thetnmportant principles in metadata

implementation.

According to NISO'’s (2004) explanation, interopeliais:

The ability of multiple systems with different hardre and software platforms, data
structures and interfaces to exchange data withinminloss of content and

functionality. Using defined metadata schemes, eshatransfer protocols, and
crosswalks between schemes, resources across tiverknecan be searched more
seamlessly. Describing a resource with metadatavalit to be understood by both
humans and machines in ways that promote interbpigyap.2).
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Managing the growing number of standards currelmiyng developed and implemented, the
transfer of metadata or information packages coimgi metadata to other repositories and
services and the capture and reuse of existingdatetare all aspects of interoperability that
will need to be addressed by digital repositori2ay, 2003b).

However, metadata standards and formats that haen lWeveloped to support the
management and preservation of digital objecteragveral questions about interoperability
(Day, 2003a). Some of them are the following.

* Will repositories be able to cope with the widegarof standards and formats that
exist?

« Will they be able to transfer metadata or informatpackages containing metadata to
other repositories?

* Wil they be able to make use of the 'recombinasteptial’ of existing metadata?
(p-4).

As Day (2003a) suggests that “the precise way irchvfuture intra-repository co-operation
will work remains to be worked out in detail ands&ems likely that repositories will need to
exchange information packages or metadata withr ajgositories”. On Day’s suggestion
developing standard exchange-formats, possiblycbasexisting standards like METS might
be a solution or in other contexts, “the exchangaformation packages between repositories
may become dependent on the sophisticated conueiaidities that could be supported by

registries, e.g. of file formats or metadata” (p.8)
2.7.1. Metadata Registries

Registries are starting point for successful datisg; they offer an authoritative place to
find resources for exchanging or reusing datarfstitutions. They provide metadata elements
maintained by an organization or community of iegtr The objects referenced in a registry
can include entire standards or specifications, gmrants of the standards or specifications,
XML schemas or schema components, software comp@nelata elements, database

structures, or related documentation (‘MetadateefuR003). Thus, the aim of preservation
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metadata standards and initiatives like PREMI®ikave a standardized schema that can be
acceptable for all parties in the field of digifaleservation and recommends for having a
central registry of metadata which can be sharedliffgrent users and therefore metadata

registries could have tremendous value for itsctiffeness.

For the management of metadata, registries, whiehcantral locations where metadata
definitions are stored and maintained, are an itaportool in providing information on the
definition, origin, source, and location of datan(ferson et al., 2009; NISO, 2004). “The
metadata registry provides an integrating resotocéegacy data, acts as a lookup tool for
designers of new databases, and documents eachlelaiant. Registration can apply at many
levels, including schemes, usage profiles, metad&ements, and code lists for element
values” (NISO, 2004, p.11).

Day (2003a) argued that “metadata registries mag bseful way of helping to manage this
diverse metadata within a digital preservation @ystand to preserve aspects of its context
and original functionality. Registries could alsontain authoritative mappings between
different standards, thereby helping to facilitéhe exchange of metadata or information

packages between repositories and end users” (p.6).

This may be important because nowadays a wide rahgeetadata standards have been

developed that have relevance to digital presemati

To continue to work towards greater convergence iaeroperability, the preservation

community has faced challenges as mentioned inHbwever, when it comes to metadata,
there is a considerable common involvement in cdnteation and networked service
delivery as well as a widespread desire to redueead completely any duplication of effort

which has given support to the development of nesgtadegistries (Anderson et al., 2009;
NISO, 2004).

In general, according to Day (2003a), a metadaestrg component of a digital preservation

system would have the following basic functions.

* |t would act as an authoritative source of inforimmat

32



It contains information about the metadata ternts\acabularies used within the repository.
“Wherever possible, metadata would be kept in rigiwal format and the registry would
provide information on how it should be interpretadl gives information on its context. The
repository can add (or import) information on nevwetadata schemas when they become

available” (p.5).
* It helps to support the ingest process.

It can be used “to support the ingest process byiging mappings that could be used to help

populate the metadata used by the repository’itgeB).
* It supports the export of metadata.

The mappings maintained within the registry “suppbe export of metadata or information

packages from the repository” (p.5).
2.8. Chapter Summary

This chapter reviewed the literature relevant tes thtudy. It discussed the issues and
challenges of digital preservation and looked pic®related to preservation metadata such as
digital objects in connection with metadata andspreation problems as well as metadata in
preservation for long-term accessibility of digitddjects. In this discussion, it is observed that
ensuring the long-term preservation of informatiandigital form is one of the greatest
challenges of the information society. This is hmseanew types of hardware, computer
software applications and file formats supersedsh esther and make digital information
inaccessible in the long-term. It is also indicatBdt more than any other media, digital
objects requires detailed metadata to ensure #sepvation and accessibility for future

generations.

The literature on the OAIS reference model, prest@ym metadata standards and initiatives
together provide a valuable conceptual framewodgegal understanding of preservation
metadata as a whole as well as support the tranafam of theory to practice (e.g., from

OAIS to PREMIS) by describing and explaining theegarvation metadata development
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processes for implementation. This discussion atdit that the OAIS reference model has
proven to be significantly influential in answeritige most fundamental questions concerning
preservation metadata. It has been a starting pointpreservation metadata standard
development that has resulted in the PREMIS standdowever, there are still too few
implementations of PREMIS having reached sufficiewtturity to support firm conclusions

on exemplary implementation practices.

Literature on interoperability and metadata regastwere also discussed. Since the number of
standards currently being developed and implemeatedgrowing, the management and
transfer of metadata or information packages coimgi metadata to other repositories and
services as well as the capture and reuse of existetadata are all aspects of interoperability

and metadata registries that need to be addregsdidital repositories.
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CHAPTER THREE: METHODOLOGY

This chapter discusses the methodology used isttlty. It specifically explains the research
approach and the research strategy. It also expthm data collection techniques, sampling

strategy, data analysis and ethical considerabbtise study.

3.1. Research Approach

3.1.1. Qualitative Approach

This thesis used a qualitative approach to study ektent of implementing standard
preservation metadata into practice at memorytingins. The choice of one method to
employ over the other is dependent upon the natfirthe research problem definition
together with the kind of information that is nedd&he qualitative approach was the
preferred solution for this study because the matdithe research questions required that the
topic should be explored in detail for which degtive and detailed data needed to be
collected.

Qualitative approach was suitable for this studyamsording to Patton (2001), qualitative
research uses “a naturalistic approach that seeltsderstand phenomena in context-specific
settings, such as real world setting where theareber does not attempt to manipulate the

phenomenon of interest” (p.39).

As Denzin and Lincoln (1994) explained that quéla researchers study things in their
natural settings, attempting to make sense ofterpret phenomena in terms of the meanings
people bring to them. Creswell (1994) also undedirthat in qualitative research, the
researcher builds a complex, holistic picture, yaed words, reports detailed views of

informants, and conducts the study in a naturainggt

This research was interested to describe and exmai actions in local practices of
preservation metadata. Thus, the philosophicalkstdor this study is a pragmatic approach
which is used “to determine the meaning of words\cepts, statements, ideas and beliefs. It

implies that we should consider what effects whidight conceivably have practical
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bearings. Then our conception of these effecthaswthole of our conception of the object”
(Peirce (1878) as cited in Johnson and Onwuegbw£ie4, p.17). Hence, the pragmatic
approach helps to practice contributions and agiaséicipation in testing and exploring new

ways of working.

Qualitative research design is iterative rathenthaear, i.e., data collection and research
questions are adjusted according to what is learfredbther words, qualitative study is
typically more flexible than quantitative studyaltows greater spontaneity and adaptation of
the interaction between the researcher and the gadicipant (Mack, Woodsong, Macgeen,
Guest, and Namey, 2005).

Thus, in the context of this research, the reseasraBed such approach to move back and
forth between design and implementation to ensareespondence among research question
formulation, literature, data collection strategisampling strategy and analysis. In addition,
it helped the researcher as a verification strategy to verify facts or fill gaps that had been
created along the research process and to idemtign to continue or modify the research
process in order to achieve reliability and validitn favor of this idea, Srivastava and
Hopwood (2009) argue that the visiting and re-ingitof the facts helps to verify and also
gain a new insight and helps to refine the focuthefresearch. They extended their argument
by stating that an iterative process or qualitatilata analysis should be considered as a
reflexive process, not as a repetitive task because the key to sparking insight and

developing meaning.

Hence, it was necessary to use the qualitative adetbr studying preservation metadata,
which is rich in semantics and to make sure thathal meanings of elements get accounted
for. It was also because of the research questlatswere framed as open-ended questions
that can support discovery of new information amellanguage barrier (the respondents were
Estonian, study in English). Thus, it was betterafgproach them face-to-face for better
understanding of the practice of preservation nattadnd to explain the questions as needed
to gain better ideas on the facts of the phenomemuhto get more in-depth qualitative

information.
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3.2. Research Strategy

3.2.1. Case Study

In this research, a case study was employed asearndh strategy. This research strategy is
generally preferred when answering “how” and “wigyiestions about a particular topic (Yin,
2009). Accordingly, this method will enable us taderstand the complex real activities as
well as to investigate an area of interest in deyith therefore is particularly appropriate. As
described by Patton (1987), case studies becomeyarly useful where one needs to
understand some particular problem or situatiogreat-depth, and where one can identify

cases rich in information.

According to Noor (2008), case study is preferrédegmthe questions are targeted to a limited
number of events or conditions and their intertrefeships. In favor of this and in explaining

what a case is, Yin (1989) suggests that the tefers to an event, an entity, an individual or
even a unit of analysis. It is an empirical inquitlyat investigates a contemporary

phenomenon within its real life context using npléisources of evidence.

Hence, case study was suited for studying thisarebgoroblem because no thorough analysis
exists yet in the literature and | needed to colteg own data because the problem is very
practical and need to conduct almost a “field stutyunderstand the issues involved in

implementing the theoretical metadata standards.

Principally, Anderson (1993) describes case studgebeing concerned with how and why
things happen, allowing the investigation of cotiex realities and the differences between
what was planned and what actually occurred. He atkled that case study is chosen as a
strategy because it is not intended as a studigeoéntire organization rather it is intended to
focus on a particular issue, feature or unit oflgsis in order to understand and examine the

processes and activities in organizations.

Accordingly, the unit of analysis for this casedstuwvas ‘preservation metadata”. In this case
study, preservation metadata was assumed as angmworEy phenomenon that had been

initiated and opened for discussion by and withgitdl preservation community especially in
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libraries and archives considering for long-termessibility of digital collections. Therefore,
case study, as a research strategy, was best soitehmine such interventions of memory
institutions in implementing standard preservatioetadata into practice in their digital
preservation process considering their context, g@als and settings. This was supported by
Yin (2009, p.18) who defined the case study re$eatrategy as “an empirical inquiry that
investigates a contemporary phenomenon within atd-life context; especially when the

boundaries between phenomenon and context ardeaotycevident”.
3.3. Data Collection Technique

The primary data for the analysis were collectedubh interviews. Secondary data were
obtained through document analysis by gatheringrmétion from the institutions’ websites,
documentation about their preservation metadatactimel relevant documents commended
by the interviewees.

Interviewing is one of the most common methodscfilecting data in qualitative research. It
allows participants to provide rich, contextual atggions of events. Interview as a data
collection technique is also one of the most sigaift sources of obtaining case study
information (Yin, 2009). Glesne and Peshkin (198Bp state that data collection methods

like interviews - are dominant in the naturalistgzigm.

According to Gray (2004), if the objective of thesearch is largely exploratory, the aim of
using interviews as a means of gathering in-depformation was to probe for more
information and attain highly personalized dataisTllowed the researcher to probe for more
detailed responses where the respondent was aské&tify what they had said.

A semi-structured interviewtechnique was chosen to collect data from metadata
experts/specialists about the implementation ohddaed preservation metadata in their
respective institutions. Semi-structured intervigsva data collection technique for this study
was chosen because they are non-standardized andftan used in qualitative analysis
(Griffee, 2005) and it also offered sufficient fiekity to approach different respondents

differently while still covering the same areaslata collection (Noor, 2008).
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The interview questions were compiled in such a Wy the researcher identified different
themes (for example, what preservation metadatalatds, preservation strategies, metadata
categories, tools used, about problems and chaterejc) based on the research problem and
questions while reviewing different literature fibre study For the most part, the PREMIS
data dictionary and works related to it was usdterAhe questions were designed, they were
reviewed with the supervisor. Based on the inputenfthe review the questions were
redesigned. Questions are available in appendix A.

According to Griffee (2005), a semi-structured mtew means that questions are

predetermined, but the interviewer is free to askctarification, can change the order of the

questions can give explanations or leave out questihat may appear redundant. So, the
main job is to get the interviewee to talk freehdaopenly while making sure you get the in-

depth information on what you are researching.

Semi-structured interview is the most adequate tootapture how a person thinks of a
particular domain. Its combination of faith in whhe subject says with the skepticism about
what she/he is saying, about the underlying meanimduces the interviewer to go on

questioning the subject in order to confirm thedtiesis about his/her beliefs (Honey, 1987).

This research also used documentary evidence tolesupnt as well as to compensate for
information gathered from interviews. Additionaljgcuments provide guidelines in assisting

the researcher with his inquiry during interview.

Thus, the researcher conducted interviews (fadede-nterviews for the two institutions and
an interview via email with follow-up for the thindstitution). The researcher travelled on
April 14, 2010 to Tartu, the second biggest cit¥stonia, in order to conduct the interview at
the National Archives of Estonia and the interviewk around 2 hours and 30 minutes. In the
case of National Library of Estonia the interviewsaalso conducted face-to-face on April 22,
2010 and it took nearly 1 hour and 15 minutes. &hieserviews were all recorded on
Olympus Digital Voice Recorder and loaded to thenpater for the sake of expediency for
transcription. A written note was also taken to ptement the recordings. In the case of the

third institution because of geographic distanag ttme of inconvenience to the respondents,
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the interview was conducted via email with follow-from April 5 to 26, 2010 and the

researcher was satisfied with the data collectet this technique too. However, a face-to-
face interview was found much more informative thiam e-mail, and that seeing metadata in
action at the memory institution was an importesgext, not just reading what someone tells

me they have in place.
3.4. Sampling Strategy

Understanding what purpose research will serve ldhbe a decisive factor in selecting a
qualitative sample. Qualitative researchers perfeampling with a purpose (Byrne, 2001)
and qualitative research often works with small glasof people, cases or phenomena nested

in particular contexts. Hence, samples tend to beermpurposive than random (Gray, 2004).

In practice, qualitative sampling usually requigedlexible and pragmatic approach since
qualitative research is an iterative process aedta section 3.1.1, i.e., it is permissible to
change the recruitment strategy, as long as thpeprapprovals are obtained (Marshall,
1996).

Purposeful sampling is the most common samplingriecie that the researcher actively
selects the most productive sample for qualitagiuely to answer the research question and it
is used generally in case study research. Thisiroasive developing a framework of the
variables that might influence an individual's cdnition and will be based on the
researcher's practical knowledge of the researeh, dhe available literature and evidence
from the study itself (Marshall, 1996). Thus, pwspe sampling is used in this research as a

sampling strategy.

Therefore, institutions that practice digital pmesgion, the National Library of Estonia, the
National Archives of Estonia and the National Ligraf Wales, were taken to see to what
extent the theoretical metadata standards wereemwited. There were several reasons for
selecting these institutions into the sample. Fihsty already have digital collections and are
practicing digital preservation; they also havegal obligation to preserve digital materials.

The experience of managing digital collections loé tmemory institution was taken into
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consideration. These institutions have practicglegience with implementation of digital
preservation and metadata management and theréf@egood to study the preservation
metadata implementation with them. The study algpli@d to contrast the preservation
metadata practice of the library vs archive andgélection was deliberate to study if any
differences exist and what they might be. The timstitution was just used for verification
purposes and deliberately chosen from a differenhtry to act as a comparison for the two
from Estonia. The researcher also contacted sewénal institutions in the region without
result, but it was the National Library of Waleatolunteered to cooperate with this study.
Second, the choice for the first two institutionasainfluenced by the geographic proximity
(the digital archive of the National Archives oft&sia is located in Tartu, the second biggest

city in Estonia; the National Library of Estonialagated in Tallinn, the capital of Estonia).

The names of respondents were initially determinegach memory institution with their job
responsibilities, position and involvement in théject studied, i.e., preservation metadata.
However, respondents were selected from each memnstitution on the basis of the
researcher’s individual judgment, where permittadd in consultation with the head of
digital preservation unit of each memory institatid he selection was done on the ground
that the respondents could provide the necesséoymation needed for the research (Noor,
2008). A total of six metadata experts/specialigtse selected for the interviews: three from
the National Archives of Estonia (the interview wasd in a group), one from the National
Library of Estonia and two from the National Libyasf Wales (the interview via email was
done on both persons separately). The choice wsellan the experts’ job responsibility and
position they have in the digital preservation uaihd the availability of metadata
experts/specialists in each memory institution. Amthe kind of job and position they hold
are the deputy director of the digital preservatimit, metadata expert/ specialist, software
designer, project manager and database administrBa&sed on this and other given
information the researcher focused on the metaglaiarts/specialists and the deputy director
of the digital preservation unit who has connectwith the metadata management for the

interview.
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3.5. DataAnalyss

The data analysis of this research has followed pitieciple of qualitative data analysis
process. Data analysis in qualitative researchbeadefined as consisting of three concurrent
flows of action: data reduction, data display, @edclusions and verification. These flows
are present in parallel during and after the ctibacof data (Miles and Huberman, 1994).
Hence, qualitative data analysis process is n@&alirrather it is iterative and progressive.

Their relationships and data collection efforts @epicted in figure 3.1.

Data collection
ry

Data display

Data reduction

Conclusion: drawing/verifying

Figure 3.1. Components of data analysis (Hubermadr\iles, 1994)

For this study, the data collected (i.e. interviganscripts, written notes - notes taken at the
time of the interview to complement the transcriptgl data from documents) was reduced
and then organized and displayed so that conclssi@re. regularities, patterns,

differences/similarities, explanations, proposisprcould be drawn from the data. The
following sections describe the process of datdyaisawith the use of the above presented

data analysis model.
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Data Reduction

The face-to-face interviews of this research weseorded on Olympus Digital Voice
Recorder and loaded to the computer for the coeweri of listening for transcription. A
written note was also taken to complement the tkogs. These data that appeared in written
notes and transcriptions had been selected, siggplidbstracted and transformed in a way
that helped to sharpen, sort, focus, discard, agdnize the data in a way that allowed for
conclusions to be drawn and verified. This was nsoiigable to do within-case analysis since

this study as a single case study relied on it.
Data Display

The reduced data was taken and organized by thanmsompressed so that conclusions
could be more easily drawn. The data was extendadpiece of text and tables that provided
a new way of arranging and thinking about the ntexéually embedded data that allowed me
to extrapolate from the data enough to begin toceadis systematic patterns and

interrelationships.
Conclusion Drawing and Verification

At this stage, | was stepping back to consider wihatanalyzed data mean and to assess their
implications for the questions at hand. For veaificn purpose, | revisited the entire
collection of data from interviews and data froncalments as many times as possible to
cross-check or verify these emergent ideas. Intiaddias a single case study, the data

analysis of this study also relied on within-casalgsis.
3.6. Credibility Strategy Employed in the Resear ch

Establishing the credibility of research findingancbe achieved through various strategies.
Shenton (2004) stated that qualitative methodolapgplies iterative questioning, frequent

debriefing sessions and tactics to help ensuregtpineinformants as a means of establishing
credibility on the result of research. In this studerative questioning had done in data

collection dialogues and also frequent debriefimgseons had carried out between the
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researcher and superior (for example, the intervigstions were discussed between the
researcher and the supervisor frequently). Moredlierresearcher used tactics to help ensure
honesty in informants when they were contributiatpdfor example, participants encouraged

to be frank). Therefore, adoption of these techesqalong with the data sources (metadata

experts with supplementary documents) was an oppi@msure credibility.
3.7. Ethical Considerations

The purpose of the interview was explained to titerviewees. Interviewees approved that
their responses can be used in the context ofésesarch. The anonymity of the interviewees
was maintained and hence the information acquiret interviews at NLE, NAE and NLW

was used with proper care. The researcher tooldmudissed responses into the appropriate
context. When the results of this study were regahrit was represented accurately what was

got from the interviews and documents.
3.8. Chapter Summary

This chapter has provided a detailed discussioth@fmethodology used in this research. It
began with a discussion of the rationale for theselm methodology. A qualitative study with
a pragmatic approach is probably the appropriatetvanswer the research questions of this
study. A case study research strategy was choges.sfudy used semi-structured interview
and document analysis as data collection methodi-Seuctured interviews were the
appropriate method to obtain rich and in-depth rmiation from the respondents and
document analysis helped to get supplementary nmdton. The sampling strategy, the
method of data analysis and ethical issues wera thecussed. The following chapter

presents the analysis and findings of the research.
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CHAPTER FOUR: ANALYSISAND FINDINGS

4.1. Introduction

This chapter presents and discusses what was fioandthe study. It starts by presenting
some background information about memory instingi@and their digital archives to make
the discussion easy to follow. It continues presgnthe digital archiving process like how
materials were ingested, preservation strategieptad, software and tools in use, etc in each
of these memory institutions.

Furthermore, it discusses the practice of preservahetadata such as categories of metadata
used and its management, how metadata is obtanmedtared, and interoperability issue in
each memory institution. It also presents the lenfebpplication of PREMIS entities and
metadata standards/schema within the memory itistii

The comparison of preservation metadata practiceatibnal libraries and archives is also
discussed. Problems and challenges faced in tlteegsof digital archiving are investigated.

Finally, it concludes with discussion.

4.2. Background Information on the Memory Institutions in the Study
Sample

4.2.1. The National Library of Estonia

In recent years Estonia has been confidently astabg itself as a strong IT power. It was the
first country in the world to run governmental ee@ions. Its taxpaying system is largely
internet-based so that over 90% of Estonians sutbmit tax declarations online. Also, there
is e-Banking, where 98% of all transaction is efrout online. As for the public sector,
Estonia has e-Schools and e-Police. All of these strong indicator of the nation's
commitment to deploying IT technologies for optimg and enhancing processes in every
aspect of life. One of the beneficiaries of EsttneErmovement is the National Library of
Estonia. The NLE was established in 1918 and offlessisands of published materials for
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public access. The Library launched electronicrimfation services in 1993. Since then, the
amount of e-services on its website has increasadifold, so the primary task for NLE
during past few years has been to create and serealine access to the services to meet
growing requirements of the public. For instance,2D06 NLE joined the EU co-funded
Books2eBooks project which involves developing & ramline service of ordering digital
books. Under this project, an e-book is producedeguest and is delivered to customer in
PDF with a full-text search enabled (NLE, 2008).

According to the library website, the NLE concetdsa on developing information
environment inside and outside its organizatiorgusing on every social structure with
information needs. The Library, through its compéetivities, plays an important role in the
Estonian cultural life. Besides that the librarys ldeveloped better knowledge of its role in
information society and adapted its activitieshite heeds of the changing society. Currently,
the library's main goal is to develop user-orienfibdary and providing open access to its
collection, targeting the services, widening acctesghe collections, implementation of
services based on new information technology, amataving service quality are considered

equally important in developing library service#tgtl/www.nlib.ee/584).

In general, its main objective is to help along tdeelopment of Estonian republic and each
person by cooperating with other information andrdry organizations in collecting,

preserving and making accessible information resssuthttp://www.nlib.ee/17606).

A tremendous project was launched by NLE in 200& Tibrary began to register and store
Estonian publications in the digital archive callBdGAR. Printed materials—newspapers,
magazines and books, accumulated during 80+ y&are the library opened, make up the
largest part of its assets. Due to wear and téar library stopped lending newspapers to
public. Because of their irreplaceability, it wdsaaimportant to retain the materials in their
original form. Microfilm came in helpful for a wid but became obsolete due to its

inefficiency and inconvenience: no text searchinaexing, and gets scratched (NLE, 2008).
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4.2.1.1. DIGAR (Digital Archive of National Library of Estonia)

Digital archive DIGAR—electronic collection of natial documents was developed under the
EU projectReUse. It contains online publications, pre-print file$ periodicals, websites,
books scanned by the National Library, and Estomewspapers published during 1800-
1944. The archive has 170 depositors. In 2007 Libeary began to systematically collect,
archive and describe books, journals and maps thenibrary’s own collections, as well as
Estonian-language publications with non-Estoniamaio. Additional value to the scanned
texts is provided by cross-text search via optiteracter recognition (OCR). The creation of
the digital archive constitutes the implementatdthe whole integrated process: collecting,
processing, preserving and making accessible oh&tienal publications. This is one of the
main tasks of the National Library of Estonia (NLZB07).

DIGAR operating agreement is not mandatory. A aitis awarded, if the publishers have
the desire to determine their edition of temponastrictions on use and the easiest way to
comply with an agreement with the e-contract formDIGAR website. DIGAR contains
publications of Estonian state agencies, local gowent, and scientific, and educational
publications. If the publisher does not harm thpyeight and related rights in the interests of
the owner, the archive only permits the depostian&nage its digital files in accordance with
the contract. The contract is awarded to the Natidibrary of Estonia (archive manager),
and the surrendering of the original file (depagitdhe agreement offers the archive manager
for long-term archiving service to ensure the antiicgy and integrity of the archived version
and allow access to the archived edition (httgédnlib.ee/). Accordingly, in the later

section, this study is going to discuss the metashaplementation in DIGAR.
4.2.2. The National Archivesof Estonia

The National Archives of Estonia (NAE) is the centf archival administration in Estonia.

The main task of the National Archives is to enspieservation and usability of society's

written memory, documented cultural heritage fatatp and future generations. On the other

hand, the National Archives guarantees the pratedif citizens’ basic rights and duties and

the transparency of the democratic state throughhthlding and preservation of authentic
47



documents. It is a government agency in the domfihe State Chancellery, which includes
Estonian Historical Archives, Estonian State Aresiv Estonian Film Archives and six
regional Archives: Harju, La&ne,La&ne-Viru, Sadrartu and Valga. All Estonian public
archives, except Tallinn City Archives and NarvayCArchives, belong to the National
Archives system. The National Archives deals with archives economic and development
activities with the support of Administrative Buteand Development Bureau. The digital
archive management issues are in the domain otdDigreservation Bureau on national and

international levels (http://www.ra.ee/en/about&irs1).

The establishment of the National Archives systéantesd already at the beginning of the
Republic of Estonia. The current Historical Archiwsas established in 1920 in Tartu as the
holding place for historically significant institahs documents and the State Archives in
Tallinn as the keeper of documents of active ingths. The National Archives collect and

preserve archival records that document Estoniagtoy, culture, statehood and society,
regardless of the time or place of their creatmmthe nature of the medium. Its vision is to

ensure the durability and the use of informatidieoéing Estonian society, in the present and

the future (http://www.ra.ee/en/about_us/&i=1).
4.2.2.1. Digital Archivingin NAE

As it is stated above, NAE is a government agenay a system of state owned public
archives, including the Film Archives. It is theating authority in Estonia in the field of
long-term preservation, both for born-digital andjitized content. NAE is officially
acknowledged as the Estonian competence centrades digitization from microfilms. It is
actively participating in the process of issuingdglines regulating the use of governmental
datasets, document management systems, use o4l diggdia, metadata generation and
appraisal processes. NAE patrticipated in the EWuoded QVIZ (Query and context based
visualization of time-spatial cultural dynamics)daBROTAGE (PReservation Organizations
using Tools in AGent Environments) projects. Toctethe goals of PROTAGE, the NAE is
collaborating with the NLE. The NLE and NAE haveehbeclosely collaborating in

developing the Estonian national strategy for digitultural heritage and are taking
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collaborative efforts to standardize and simpltg treation, description and use of Estonian
cultural heritage (PROTAGE Project, 2010).

The task of digital preservation as a branch ohiaecmanagement in NAE is to ensure the

permanent preservation of digital data despite ¢hanges in society and technology.

According to the NAE, its digital archives focus intg on the following specific issues

(http://www.ra.ee/en/digital-preservation/&i=6).

How to ensure the usability of digital files whedretsoftware used to create these
IS no longer available and usable?

How to ensure the usability of a data carrier isitaation where the necessary
hardware for reading the data is no longer avaglabld usable?

How to ensure that the data on a data medium isosotfollowing the physical
destruction of the data medium?

How to ensure the understanding of the contenage ©f major changes in society

and ways of thinking?

As principle, the National Archives digital archsvare working based on the following.

The preservation of data is ensured via doubleepvation in various locations
and thorough back-up and recovery procedures.

The reproduction of data is ensured with the hélpigration policy: when the
file format software (or hardware) is not supporgeyymore, the file is migrated
into a new format, for which a "regular user" has hecessary hardware and
software in their computer.

The creation and management of thorough descrp{ionmetadata) helps to find
and understand the data (http://www.ra.ee/en/digreservation/&i=6).

Thus, this study is particularly concentrating atiscussing on the later sections about the

aspect of practicing the preservation metadataldag-term preservation in the digital

archiving process of NAE.
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4.2.3. The National Library of Wales

The National Library of Wales (NLW) is the natioragal deposit library of Wales, located
in Aberystwyth. In 1873, a committee was set upditect Welsh material and houses it at the
University College in Aberystwyth. Leading Welshope and Members of Parliament
worked hard to establish a National Library and atidhal Museum. Aberystwyth was
selected as the location of the Library partly lnsesa collection was already available in the
College. Both the Library and Museum were establishy Royal Charter on the same day,
19 March 1907. In 1996 a large new storage buildwag opened, and in recent years many
changes have been made to the front part of thigibgito make it more open and
welcoming. A new Royal Charter was granted in 2006
(http://www.llgc.org.uk/index.php?id=6).

The NLW contains a mountain of knowledge about Waled the world—millions of books
on every subject, thousands of manuscripts andvashmaps, pictures and photographs,
films and music, and electronic information. It ogoized that electronic developments
present a major challenge to the traditional rdleboaries and those significant changes are
needed in order to deal with new information te¢bgy and digital documents. In March
2003 NLW adopted its first digital preservation ippl and strategy
(http://www.llgc.org.uk/index.php?id=6).

4.2.3.1. NLW Digital Archive

The NLW digital archive is the computer hardward aoftware that stores digital data for the
long term, and it is this store is used for digpaéservation. The digital archive has been
developed since 2003 and at present it stores phnaigital image files created by NLW’s

digitization programme. It also accommodates aveoordings as well as other categories of
digital materials. The data archive makes the NLMQaantum Amass technology to store
large amounts of data in an easily retrievableartdmatically upgradeable form. The aim of
digital preservation activities in NLW is to pregerand maintain Welsh and relevant non-
Welsh library and archive materials to ensure t#@yavailable for current and future use. It
is expected that most materials selected for netertty NLW will be preserved in their
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original formats, whether they are digital or nagial materials. NLW also seeks to help
others preserve Welsh information resources forclwithey accept responsibility (NLW,
2008).

4.3. Digital Preservation Process at the Memory Institutions

As we learnt from above the selected memory ingitg are practicing digital preservation
in their digital archive. It is obvious that pregation metadata is implemented in the process
of digital preservation and hence discussing thecgss of digital preservation at memory
institutions has momentous value for having compnslve understanding of preservation
metadata implementation. Thus, this section isgytdndiscuss how memory institutions were
obtaining materials to their digital archive, wipaeservation strategies they were adopting,
what kind of software and tools were used to suppoe tasks of preservation of digital

materials and their similarities, difference angblications.

The respondent from the NLE mentioned that mateaaé obtained to the digital repository

in three ways. These are:

* In-house digitized materials are ingested to tip@seory.
* Through harvesting from the web, and
» Publishers cooperate with the library to ingesirtipee-print material to the digital

repository.

In the last case, each provider gets a user acemahis given access to FTP server and web
interface. Files have to be uploaded by using a Eli@nt. Each publisher has its own FTP-
directory. Web-interface for content providers (lgHhers) helps to organize uploaded files.
Thus, providers add the minimal metadata to théadigbject like descriptive metadata (title,
author(s), and publication year), administrativetadata (copyright statement and access
restriction) and linking uploaded files to objechda assigning linked files properties

(comment, sorting order, access restriction) aed gend digital object for processing.

The NAE accepts materials from agencies. They egprivate companies and/or persons that

fulfill the criteria of the NAE. Most of ingest angre-ingest actions have to be done in the
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agencies. The archival requirements for datasetstlynconcentrate on the metadata and
archival formats. A system called Universal ArchiyiModule (UAM) is developed in the
National Archives. Those agencies installed UAMgenerate semi-automatically archival
metadata out of the record management metadatalmvd restructuring of the records and
validation of metadata and file formats. This supgpaoordination and approval procedures
between data producers and the National Archivesially, the procedure begins with the
agency asking for permission to transfer archieabrds to the National Archives. After that
a timeframe has to be agreed on and the agencgtadrto prepare the transfer. The agency
has to provide most of the information for archidalscription and the records transferred
have to be provided according to the archival dinds (archival materials have to be used,
metadata has to be provided according to certdes retc.). The appraisal group/archival
inspectors of the National archives will decidedzhen the functions and higher level general
descriptions of the digital object. In the Natiodathives the archival descriptions are put
into the Archival Information System (AlS), the mdata is validated and the data is sent to

off-line preservation.

In the NLW, legal deposit, digital visual and audiollections are created, received or
recorded off-air as part of the collections of Mettional Screen and Sound Archive of Wales,
digital surrogates (including preservation masigital copies) of analogue material in NLW

collections resulting from digitization programmesectronic publications received under
voluntary legal deposit and published on physieatiers such as diskettes and CD-ROMs,
archiving of websites, archival collections whignprise of electronic elements (e.g. files on
physical carriers) are donated to the library.

The process of ingesting materials to the digitahi@e of the national archives is unlike to
the national libraries. The National Archives useystem called UAM for agencies to
automate the ingesting process and the materialdiget the approval of the appraisal group
called archival inspectors. However, the natiomadalies obtain materials to their digital
repository mainly from results of their digitizatigorogram, publishers and voluntary legal
deposits. Thus, the national archive have muclhtdrgtontrol over setting requirements and

conditions for the quality of material it ingestsah national libraries and this is perhaps
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because of their mission difference. At this pracéise digital archives make agreement with
the owner of the material and the digital archikage got a chance to obtain some descriptive
metadata (for example, author, title, data of mation, etc) and administrative metadata like
rights and permission issues etc which are onehefrnhajor components of preservation

metadata.
4.3.1. Preservation Strategiesat Memory Institutions

Two institutions, NAE and NLW, are using migratias a preservation strategy while the
NLE makes only conversion of file to PDF for texdal IFF for image documents. Currently,
the NLE do not archive audiovisual materials. TheENs researching and watching the

situation and making two meetings (October and IApriery year to discuss the issues.

According to the NLW, the library is continuing tse and develop appropriate preservation
strategies for differing formats of digital matéridhe formats of the digital objects are
assessed to decide upon the most effective presem&irategy. Decisions are based upon the
intellectual content, physical medium and the peemkuse of objects. Refreshing, migrating
and emulation are still seen as appropriate siegdgr digital preservation, depending upon
the circumstances. However, the NLW currently dewusigration pathways for different
formats of material, depending upon the evaluabiotieir significant properties and continue

with refreshing of data to ensure verification atal

NAE believes migration is the simplest and widatgepted strategy and it is the best strategy
for it for the time being. NAE migrates the diditdbjects to PDF for text, TIFF and PNG
for images, BTR for audio and PG for video and @@Rlatabases. In the NAE, the actual
computer files are embedded in the XML in trangbeckage, i.e., there is one transfer
package for one record which includes differentabjrfiles. The XML files of the preserved
files of Archival Information Packages (AIPs) amufd separately. In the case of migrated
files the metadata is not embedded because olvitsdbawback. The NAE is also looking for
emulation and others strategies and analyzing thenits and demerits. Whenever the need

arise, the NAE is ready to use them.
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Respondents explained that they are making ormake the best decisions they can with an
eye toward the future even though the future isstam. All institutions are researching for
the better strategy based on their goal and readysé them when it is necessary if the
strategy is going to be feasible for their syst@me institution, NLE, indicated that none of
the converted formats (PDF, TIFF) are approachimgplescence, so it is not urgent but they

are doing technology watch and it is a hot disarsssue in the institution.
4.3.2. Software and Toolsin Useat Memory Institutions

A variety of software and tools are utilized in ghethree institutions for different tasks in
order to assist in the preservation of its digitdlject, e.g., for capturing preservation
metadata, format identification, validation, andaidcterization of digital objects. Those

software and tools are depicted in the followirlgea

Table 4.1 Software and tools in use at memorytingtns

Softwar e and Tools NLE NAE NLW Purpose

DAMS v To enable material to be ingested int
the library’s digital archive, managed
throughout its lifecycle and accessed
by the public.

(@]

DROID v v | To identify the precise format of all
stored digital objects, and to link that
identification to a central registry of
technical information about that format
and its dependencies.

Fedora version 2.0. v For creation, management and
preservation of digital documents.

HTTrack v For harvesting from the web.

JHOVE v v v For format identification, validation,
and characterization of digital objects.

Linux ‘file’ v To determine the type of data

command contained in a computer file.
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md5sum v To verify the integrity of files (i.e., to
verify a file has not changed as a result
of file transfer, disk error, etc.). The
MDS5 hash (or checksum) functions a
a compact digital fingerprint of a file
because almost any change to a file
will cause its MD5 hash to also

[72)

change.
Medialnfo v For supplying technical and tag
information about a video or audio file
Oracle v v To organize, store and retrieve data.
POLP v For linearizing, optimizing, repairing,

analyzing, encrypting and decrypting
PDF documents and to extract
technical metadata.

PRONOM v v Provides impartial and definitive
information about the file formats,
software products and other technicg
components required to support long
term access to electronic records ang
other digital objects of cultural,
historical or business value.

j -

Sybase v To organize data and make it available
to many users in a network.

Tessella SDB system 4 Allow to store and preserve digital
objects.
UAM v For preparation and transfer of digital

documents extracted from electronic
records managements systems.

web databases used v For deploying web applications.
LAMP architecture
(Linux/Apache/MYS
QL/PHP)

For more information on these tools website refeesnare provided at the end of the

literature references.
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JHOVE is used in all the three institutions. PRONGMMd DROID are used in two
institutions, NAE and NLW. In general, a variety sbftware and tools used in each
institution as it is stated. One institution, NLW(dicated that the reason for selecting tools it
uses is because of their widely acceptance andvitism the digital preservation field. NAE
indicated its preference for example for usingThesella safety deposit box (SDB) system to
manage its digital archiving is because it is depet basically to a similar approach to
PREMIS.

One institution, NAE, use an external tool callegivérsal Archiving Module created by the
National Archives of Estonia for agencies for theegaration and transfer of digital
documents extracted from electronic records manegensystems. Use of UAM requires the
ability of an institution’s electronic record mamggent system to export documents and their

metadata in XML format.

NLW is currently investigating options for a fatylifor people and establishments outside of
the library to be able to submit resources to tiedry’s repository using online submission
tool. It also began on developing the CDAS syst&@D (Accessioning System) in order to
deal with a growing number of archive collectionsva in the library on physical media

carriers such as CDs and DVDs.

To sum up, as it is depicted in table 4.1., theeesaftware and tools that have got a chance to
be utilized by three of the institutions (e.g., N&), by two institutions (e.g., PRONOM and
DROID). The other tools are used by one institutidmis is perhaps because of the
requirements and the mission of the institutions @@ functionality of the tool. However, if
it was by the mission of the institution at ledst two national libraries should get used wide
similar software and tools. Rather, this may hameimplication on the acceptance of the
software and tools by the memory institutions. Thhss is a good signal for those of who are
producing software tools for digital preservatiogld. In the study it was also observed that
the National Archives of Estonia have developedamable system called UAM to support
the preparation and transfer of digital documentshe digital archive unlike the national
libraries.
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4.4. Preservation Metadata Practicein Memory Institutions

4.4.1. Categoriesof Metadata and its Management

The three institutions are recording a wide ranfemetadata in their digital archives.
Generally, they handle and categorize metadatatmée broad groups: descriptive, structural
and administrative metadata. It is also observett these institutions understand that
administrative metadata include provenance infaionatrights information, technical
metadata and some information necessary for thg-te)m preservation of digital objects.
However, the volume/scope/length of information oréded varies from institution to
institution. For example, NAE indicated that forettmoment the rights and permissions
information is not a serious problem. Therefordsihot concentrating on rights that much,
unlike the national libraries (NLE and NLW). HoweyBIAE believes that it will be an issue
in the future and it explained that whenever thednarises, it can handle it in the future since
its system is extendable.

The interviewed institutions indicated that pres¢ion metadata is found within other
categories of metadata. They consider differemridtional and national standards to record

the information about digital objects.

For example, NLE mapped to DC and ESE (Europeanaafic Element- the new format
used by the Europeana portal) for its descriptietagata. ESE is Europeana “Schema” for
the prototype based on the Dublin Core Metadatan&tes Set (DCMES) (ISO). NLE
believes that it has not adopted a wide range aidstrds for other categories of metadata
instead it is looking them as a reference for theetbpment of its own specification. NLE

current system records information like:

» filename, for PDf file: for TIFF file:

+ fileSize, e CreationDate, e ImageSize,

» UploadDate, * Optimized, e ImageWidth,

*  MimeType, * Author, * Imagelength,
 ChechsumSHAL, o Title, « BitsPerSample,
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* ChecksumMD5, » Tagged, e compresion,

e ScannerType, * Encrypted, e orientation,

* ScanTwain, * Producer, » xresolusion,

* OCRsoft and * ModDate, e resolutionUnit,
» hasVersion, » Page_size, » software, and

datetime

 PDF _version and

* Pages

Other metadata elements like the relationshipshefdbjects when and which objects are
related and how they are related are also recoisese metadata elements are stored in the
form of an xml file in the database. The origiridd sent by the publisher, archive file and the
user file are stored in the database and theitioal# indicated. The metadata and the object

are stored separately.

In the NLW metadata is obtained internally via t@gae records, Electronic Programme
Guide (for off-air recordings), externally providedetadata through OAI-PMH and it is
stored in METS documents within the Digital AssearMgement System. NLW mapped its
descriptive metadata to MODS and Dublin Core. Adowy to the NLW, the amount of
information recorded is dependent on the end perplvs NLW administrative metadata is
developed in in-house workflows. It uses PREMIS,|, TiEExtMD and MIX to handle it.
Administrative metadata for NLW includes information how the digital document was
scanned, its storage format, when it is created(aften called technical metadata), copyright
and licensing information, and information necegdar the long-term preservation of the
digital objects (preservation metadata). In the NaWt of the technical metadata is extracted
using software applications such as JHove and Ntd@diaThis information is then contained
within the METS documents. Structural metadataandhed through structural map within
METS document. The sample METS document of NLWisfl in appendix B.

Unlike the National libraries, NLE and NLW, NAE ufiee Estonian adoption of ISAD(G)
and ISAAR(CPF) standards for resource discoverys hot using EAD (encoded archival

description) or EAC (encoded archival context)iniicated the reasons for the choice of
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these standards are, first, it is the only starglaxdilable. Second, everyone is using it and
NAE is also using it. In the data management mqdhke SDB System is adopted. For NAE,
technical and some administrative metadata arendiepe on the output of different tools.
NAE is defining workflows and services and analgzetements generated by tools whether it
can be mapped to its requirement or not. NAE i® @ilsagmatically working to generate
technical metadata using tools automatically ando aindicated that administrative
information should be gathered or summarized froendvents and reporting module of data

management system.

For NAE, structural metadata is hidden in two ptade the manifestation file and their

relations and ISAD(G) in the higher level. NAE iengral is dealing with the metadata
element identification on a more holistic approach clearly separating different categories
of metadata for different types of entity. Metadeteluding some information like files and

manifestations are stored as flat XML files in datses. Security backup copy of the
descriptions stored separately. For searching aadagement purpose NAE used different
databases to build a good query easily and faeilgaarching in their system for updating and

other management purposes.

However, in two institutions, NLE and NAE, it is sdrved that they didn’t clearly define and

demarcate some metadata elements for which catégergnd still they are working on it.

As it is discussed in the literature review in ggtl.3.3., preservation metadata comprises of
different categories of metadata and institutionsstnrecord and handle them properly for
achieving long-term accessibility of digital objectHowever, as it is stated above these
memory institutions recoded and handled variousadeta elements differently in their digital
archiving process and the scope of information tieeprded is quite different. For example,
in terms of preservation metadata standard adoptiwh scope/depth of recorded metadata
information, NLE is far behind as compared to NAkI &NLW.NAE is doing a good job in
defining metadata information for different typefsdigital objects. NLW adopted PREMIS
and other standards and it recorded a wide rangeetddata information as compared to NLE
and NAE.
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4.4.2. Interoperability

Managing the transfer of metadata or informatiogkpges containing metadata to other
repositories is a crucial task for digital repos@se because it helps them to co-operate for
exchange of information packages or metadata. &sdiscussed in section 2.7., the aspect of
interoperability need to be addressed by digitpbs#tories since capturing and reusing of
metadata is one of the main tasks of digital pregem. Thus, the following paragraphs

describe the interoperability practice of memorstitations.

METS (Metadata Encoding and Transmission Standarthie most commonly used scheme

in these institutions. They use it to import ardat metadata.

NLE can transfer metadata only or metadata andHtject together with the partners like

Europeana. Import as well as export is practicatienNLE with its project partners and other
libraries. It uses METS for this purpose. Mostly gartners ask only for the metadata and
want to access the material from the NLE databases depends on the need of the

institution and both techniques are possible adgogrib the NLE.

The NLW preservation repository is capable of exgiiag metadata or information packages
containing metadata through OAI-PMH and metadataained within Dublin Core section
of METS documents.

The NAE has planned to handle the interoperahbsigye with the SDB system functionality

for import and export that uses the METS schema.

4.4.3. Application of PREMIS Entities

One of the main principles behind PREMIS is thatdeds to be very clear about what it is
going to be described. PREMIS defines five kindstluhgs called entities: intellectual

entities, objects, agents, events and rights. Tihuge following section, it is tried to see the
application of PREMIS entities within these ingiibms from the general level since some

institutions are either not using PREMIS or on\regy to use it.
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To make it clear for the discussion, NLE is notngsPREMIS but is still analyzing it and
other standards for the development of its own datta schema specification. Currently,
NLE is writing down a specification for its own dig repository software based on its

requirements and wants to implement it in the conyear.

NAE is looking at PREMIS along with other standafds the development of its own
metadata schema. It has looked at the concept® BMPS and found some of the concepts
useful, e.g., the differentiation between differgmtes of entities even though it is possible to
argue over using four or five separate entitiesENglded that in a theoretical level it seems
reasonable to use PREMIS for preservation metaataadecided last year to use the SDB
system. The SDB system is using a similar apprdacRREMIS to separate preservation
metadata into different entities. So, it was pdssib notice that NAE has good notion about
PREMIS metadata standard. However, NAE does notkgetv in detail to what extent
PREMIS could be implemented in its new system. Tdsk of looking at PREMIS and
defining the detailed metadata elements at the ralaéa level is not yet completed. NAE

does not currently map its metadata element spatidns to PREMIS.

NLW uses PREMIS as information for preserving itgitdl objects. PREMIS was chosen
because it is an international standard and widséd within the field of digital preservation.
The library attempts to include all mandatory elateeequired by PREMIS and adheres to
data constraints. The library also attempts to ideas much information as is necessary and
often completes elements that are obligatory andnamdatory.

A variation of understanding and progress of prest@n metadata practice and use of
PREMIS is observed within these institutions. NIsenot currently using it. NAE is looking
at it alongside with other metadata standards do/ I using it. Hence, the use of PREMIS
data dictionary or equivalent metadata elementshhénmemory institutions for intellectual
entities, object entities, event entities, ageriities and rights entities are discussed in the

following.

Even if two out of three institutions do not fuBypport PREMIS, | have studied the metadata

they recorded and have made connections betweerMFRENd their metadata because
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PREMIS can be used for systems in developmentbasia for metadata definition and/or for

existing repositories as a checklist for evaluation
4.4.3.1. Intellectual Entity

PREMIS defines an intellectual entity as "a setcohtent that is considered a single
intellectual unit for purposes of management argtudgtion: for example, a particular book,
map, photograph, or database". PREMIS does noalacuefine any metadata pertaining to
intellectual entities because there are plentyestcdptive metadata standards to choose from.
Rather, PREMIS does say “an object in a presematystem should be associated with the
intellectual entity it represents by including &tentifier of the intellectual entity in the

metadata for the object” (Caplan, 2009, p.9).

Thus, as stated above, NLE is in a reviewing/re$eag stage and not using PREMIS for the
moment. NAE is in the progress of implementing stgstem. So, in both cases, the
implementation of the semantic unit pertaining taellectual entities, for example,

linkingIntellectualEntityldentifier or even equivait metadata element for it, is not observed

and not clearly indicated how to use these semantts in the future.

In the case of NLW, its METS documents often cantaisourceMD section which points to
the corresponding catalogue record for the itethée@OPAC. NLW has its own vocabulary

for certain aspects of such a type.
4.4.3.2. Objects

“Most of PREMIS is devoted to describing digitaljedis. Objects are what are actually
stored and managed in the preservation reposiRRREMIS defines three different kinds of
objects (representation, file, bitstream) and nexpuiimplementers to make a distinction
between them”. In the PREMIS data dictionary tHferimation that can be recorded for object

entities include (Caplan, 2009. p.9):

e aunique identifier for the object (type and value)

62



« fixity information such as a checksum (messagestjgend the algorithm used to
derive it

* the size of the object

» the format of the object, which can be specifiegctly or by linking to a format
registry

* the original name of the object

* information about its creation

* information about inhibitors

« information about its significant properties

* information about its environment

* where and on what medium it is stored

» digital signature information

» relationships with other objects and other typesrtities

Thus, in describing object entities, the types lgeots that memory institutions manage are
varying. They record a range of metadata elememtsali object entities. Three of the
institutions record metadata about representatifiles, and bitstreams. Representations and
files implemented more. However, files and bitstneaare taken as the same in most cases
and bitstreams are implemented less commonly. @stution, NAE, indicated that it is

preparing different metadata descriptions for égpk of object entity.

NLE records few information about object entity ¢ke, website, photographs, files) as
compared to the PREMIS data dictionary e.g., fieea fileSize, MimeType,
ChechsumSHA1, ChecksumMD5, and lacks some semaniis may be because of not
considering PREMIS as an information for presendiggtal objects.

In the case of NAE in its conceptual data modekpresents quite a lot of metadata elements
for different types of object entities (books, wiébsphotographs, audio, video, files). NAE

believes that it may vary when it will be implemethpractically.

The NLW records wide range of information abouteabjentity. It uses some semantic units

of PREMIS and represent in XML using the METS dtnoe (e.g., Objectldentifier (Type and
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Value), objectCategory, originalName, fixity, formdormatRegistry, significantProperties,
relationship, relatedObjectldentification, linkingf@ctldentifier). You can refer to the NLW

METS template document in appendix B for more infation.

Thus, from this it is possible to understand tha¢ NLW recorded a wide range of

information as compared to the NLE and NAE.
4.4.3.3. Agents

People, organizations and other entities can aagasts. In the PREMIS data dictionary the

information that can be recorded about agents ded{Caplan, 2009):

* aunique identifier for the agent (type and value)
* the agent's name

« designation of the type of agent (person, orgaiozasoftware)

Thus, all of the three institutions use some fofragent entity however the level of detail of
recorded information is quite different. In NLE,esgs are not handled directly but tried to
handle in the other way round. In NAE, agents aceleted and handled clearly by specify
like software, people, producer, agency, etc. NLigms the PREMIS sections within the
METS documents. This METS document contains infélonaregarding for example what
software and tools were used to perform certaimwyevhether the event was successful or
not and also further information regarding these @ntained within PREMIS agents. You

can refer for detail information to the NLW MET Srtplate document in appendix B.

Even though the level of metadata information réirgy and the way of handling of agents

are different, all three memory institution handllked agents’ entity to some extent.
4.4.34. Events

The event entity aggregates metadata about actiassup to the repository which actions to
record as events (OCLC/RLG, 2008). In the PREMI@ digctionary the information that can

be recorded about events includes:
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* aunique identifier for the event (type and value)
» The type of event (creation, ingestion, migratietc,)
» the date and time the event occurred

* adetailed description of the event

* acoded outcome of the event

* a more detailed description of the outcome

» agents involved in the event and their roles

* objects involved in the event and their roles

“Each preservation repository must make its ownisii@es about which events to record as a
permanent part of an object's history. PREMIS raoemds that actions that change an object
should always be recorded” (Caplan, 2009, p.10).

Hence, event entity is handled in the institutitms varying degree. According to the NAE,
in the PREMIS events are described as general thomgever it is different in practice. For
example , the SDB system that the NAE is adoptiagcdbes events clearly in separate
events like validation event, identification eveptpperty abstraction event, embedded byte
stream discovery event, component measurement,es@nponent discovery event, etc with
different descriptions and also for migration amduation different events with different
descriptions. NAE used IP logic rather than martéfisn and file set logic and also want to
include digitization events (software, hardware gmwfile elements). The provenance
information is coming from events on one side airifler@nt relationships of different
manifestations or AIP. Different events have a keythattached to them.

The NLE strongly believes that event entities infation must be recorded and handled in a
detail way. However, currently, it is observed ttie#@ NLE handled little information about

event entity. The NLE needs to work more on thssiés

NLW uses PREMIS for this entity as well. As we kn@REMIS event provides details of
what process the original has been subjected tdatendesult of that event. PREMIS sections
within the METS documents contain information refjag what software and tools were

used to perform certain events, etc. NLW usesvits wocabulary for certain aspects such as
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values in PREMIS events which are currently beimpglated. Information regarding the
archive level file, e.g., file format, version amdlidation with link to technical registry

(PRONOM), the relationship of the derivatives ceglato the archival file and the date and
time at which these were created along with cytlremlundancy checks, software and
hardware used to create the derivatives are atlladnYou can refer for more information to
the NLW METS template document in appendix B.

It is observed that event entity information has gfoong emphasis in all memory institutions
and they worked hard to handle it. However, dtidl tlepth of the information they recorded is
varying. In this regard, the NAE and the NLW weoeng) well than the NLE.

4.4.3.5. Rights

The rights entity aggregates “information abouthtégand permissions that are directly
relevant to preserving objects in the repositorgciEPREMIS rights statement asserts two
things: acts that the repository has a right tdguer and the basis for claiming that right”. In

the PREMIS data dictionary the information that daen recorded in a rights statement
includes (Caplan, 2009, pp.11-12):

e aunique identifier for the rights statement (ty@mel value)

* whether the basis for claiming the right is coplgtidicense or statute

* more detailed information about the copyright fatlicense terms, or statute, as
applicable

» the action(s) that the rights statement allows

e any restrictions on the action(s)

» the term of grant, or time period in which the stagént applies

* the object(s) to which the statement applies

» agents involved in the rights statement and tludésr

Therefore, like any other entities, these memosyitutions handled rights in their own way.

The NLE is recording little information about riglentity such as rights of the owner,
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restrictions on use, comments and explanations lbitthard to correspond to the rights entity
in the PREMIS data dictionary.

Rights for preservation do not concern NAE for thement and does not handle rights entity

in detail.

NLW handles the rights through using PREMIS and I8Rights. The rights the repository
has over the object and also what others can do tive object. NLW adopts semantic units
pertaining to rights from PREMIS for example righigtement, rightsBasis,

copyrightinformation, rightGranted. (Refer appenBjx

Thus, it is noticeable that the way and level afidimg the rights entity is quite different in
these memory institutions. NAE is almost not reedrdhe rights information. NLE is

recorded little information and NLW is recordedtguyood information.
45. Metadata Standardsand Schema in Use at Memory Institutions

A range of metadata is required in order to sudaltlgsnanage and preserve digital objects.
These institutions use variety of standards andtdrema to record different metadata

elements. Those standards and/or schema are depidtes following table.

Table 4.2 Metadata standards and schema in usemabry institutions

Standard/ schema | NLE | NAE | NLW purpose
Dublin Core 4 v' | For representation of the bibliographic /
descriptive metadata elements of in the
libraries
EAD v' | For encoding of finding aids (collection-level

description)

Europeana Semantic v For recording the descriptive metadata
Element (ESE) elements
ISAAR (CPF) 4 For recording descriptive metadata elements

in the archive
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Estonian adoption o v For representation of descriptive metadata

ISAD(G) and elements

ISAAR(CPF)

ISAD (G) 4 For recording descriptive metadata elements
in the archive

Library of Congress

Audiovisual - .

To represent technical metadata specific tp

Metadata (LCAV) _ | audio files

-Audio Metadata

(AMD)

-Video Metadata v | To represent technical metadata for digital

(VMD) video object e.g. bit rate, compression codec.

MARC21 v v | For representation and communication of
bibliographic and related information in
machine-readable form and it is mapped to
DC / ESE/MODS/ EAD in the libraries

METS 4 v v' | For encoding descriptive, administrative, and
structural metadata and expressed using the
XML schema language.

METSRIights v | For Rights Declaration.

MODS v' | For representation of bibliographic elements.

PREMIS 4 v’ | For the management of preservation
metadata of digital objects.

MIX v' | To manage technical data elements of
digital image collections which is expressed
in XML schema language

TEI v' | For representation of texts in digital form.

textMD v' | For detailing technical metadata for text-
based digital objects

For more information on these standards websitereates are provided at the end of the
literature references.
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As it is depicted in the table, institutions usexdopt different metadata standards and schema
for management of different categories of metaddf&aTS is in use by all three institutions.
One institution, NAE, explained that it is reviegiexisting metadata standards/schemas for
the development of its own set of elements. The NiaEot want to use exclusively any one
of the above schemes, but plans to adapt recomrmenslaand elements to fit its
requirements for particular materials and actian®é¢ managed. It expects to use different
tools based on the existing schemas for techniethdata.

The NLE explained that it is looking and analyzidgferent standards and schema for
implementation. It is in the process of determinitg own metadata specification and

developing its own requirements.

As it is indicated in the table, the use of metadstandards and/or schema in these three
institutions has a huge difference. In this regérd,NLW is in a happy position as compared
to NAE and NLE. NLW indicated that all local metdd is mapped to elements from within
recognized standards and it attempts to adhereesetstandards as much as possible. NLW

adopts a wide range of standards/schema to mahagedtadata elements of digital objects.
4.6. National Librariesvs National Archives

Differences between national libraries and naticarahives in terms of materials accepted
and the ingest process are significant and reflieet differences in mission. The main
difference is in the primary type of material cotled — publications vs public records, and in
the way the collection happens (national archivageha much tighter control over setting
requirements and conditions for the quality of miatet ingests, compared with National

Libraries that have to accept pretty much evenghie publishers give them).

In the national Libraries, their traditional catgle or OPAC has connection to their metadata
for the preservation of the digital documents hosvethis is not seen in the NAE. For
example, in NLW, often the traditional metadata cdggion standards such as the
bibliographic records created in the catalogue @atog to MARC21, AACR2, LCSH are
mapped to descriptive metadata such as MODS, Dubtre or EAD e.g. MARC21 is
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mapped to other metadata schemas for use in maeagerhdigital objects usually using
crosswalks (e.g. MARC to MODS) or in-house styletheMetadata is obtained internally
via catalogue records, Electronic Programme Guide ¢ff-air recordings), externally
provided metadata through OAI-PMH. Its METS docutseaften contain a sourceMD

section which points to the corresponding catalagaerd for the item in the OPAC.

In the case of NLE, it is harvesting the descriptinetadata elements from its OPAC which is
based on Z39.50 to the digital archive especialtydigitized materials and mapped MARC21
to DC and/or ESE.

For the NAE, the practical implementation is balbjcan detail as a question of technical
compliance and it is along the way to implement atsn schema. It doesn’'t use any
international standards but for reference purpdseuses Estonian metadata record
management adoption of ISAD(G) and ISAAR(CPF) foject level records description like
who created, signer, and for example different desan for different types of file formats.
However, NAE is not 100% compliance with it. Sonagional file tuning or changes are done
and the NAE is developing its own schemas. It tisesTessella SDB data model for its data
management module and planned to include othestypmetadata elements and others from

the output of tools.

To sum up, there are similarities and differengeshie kind of metadata standard and/or
schema they implemented. For example, the studsated that METS and PREMIS are the
only standards that are commonly used by both #temal archives and national libraries.
The national archives are attracted to the archstahdards for collection level description
and the national libraries to other standards asudsed in section 4.5. This perhaps has an
implication on the development of metadata starslardl gives a clue that the requirements
of the digital archive of the national archives amaktional libraries need to be further
explored. National libraries are harvesting somdanega elements from their OPAC and
mapping those metadata elements to their systenthimitis not revealed in the case of

national archives.
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4.7. Problemsand Challenges

The studied memory institutions have faced diffeqgmoblems and challenges in managing

the metadata on the digital preservation procassrfgoing accessibility of digital objects.

In the process of digital preservation particularigtadata management is a challenging task
for all institutions. For example, the decision Wwipaeservation standards, tools and media
would be used, what preservation strategies artthigaes for addressing the threats would

be taken and how to automate preservation actioms@me of the challenging tasks they

faced.

NAE and NLE are designing their own metadata schieas®d on their best knowledge and
analyze the risks and they believe that some additiproblems may arise in practice. This is
because of different challenges and uncertaintiedilinding for digital preservation, the high
costs of taking action and continuing rapid changethe availability of hardware, software

and other technology required for access.

A problem of repetitive/cyclical task is anticipdten the memory institutions. For example,
metadata information for rights of digital objecsnot currently given attention in the NAE

even if it believes its necessity.

Significant properties are characteristics of tiggtal object that should be preserved through
the chosen preservation strategy. The determinadiosignificant properties may be a
repository-wide decision adhering to all materials particular class (Caplan, 2006). Thus,
defining significant properties that have to be mteined for different digital objects is a

difficult task and a huge problem for all three nogyninstitutions.

The diverse and frequently changing range of filerfats and standards, and the widespread
use of relatively unstable media have a lot of iohgan their processes of preservation. In
addition, the administrative complexities in ensgriimely and cost-effective action are other
challenges. As it is discussed in section 2.2, ehelsallenges have an impact on the

implementation of preservation metadata becausg dhe parts of the process and those
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challenges should be taken into consideration aiditeg which metadata element is going to

be recorded or which significant properties ofdiggtal object is preferred over the other.
4.8. Discussion

The three interviewed memory institutions are rdocgy a wide range of metadata elements.
They group it mainly as descriptive, structural ambinistrative metadata. Administrative

metadata can include rights, provenance, and teehmietadata.

These institutions use metadata elements from wssohemas. However, the implementation
of preservation metadata within these memory unsbihs differs in scale, data management

practices as well as heterogeneity of metadatadeddqcf. section 4.4.1).

Though these memory institutions use a variety efagiata standards/schema and it is a good
trend, a great difference in the level of exploitatof those standards is observed. Among
them, METS is the most widely used. This is a gemph for institutions to exchange their

information and overcome the problem of interop#itgbssue (cf. section 4.4.2. and 4.5.).

The institutions included in this case study usedint software and tools for tasks like
capturing metadata, format identification, validati and characterization of digital objects.
However, the exploitation of these software andstearies within these institutions. JHOVE,
PRONOM and DROID are the mainly used externallyilalsde tools for preservation
metadata creation and extraction of technical natad

One institution, NAE, has developed an in-house tatled UAM for the preparation and
transfer of digital documents extracted from elmuir records managements systems for
agencies. The UAM has a large component dealing métadata and converting the records’
metadata into archival description that can be stegke into the digital archive. So UAM is
clearly supporting the ingest of metadata and tteema it uses is matching the current

thinking within the NAE for what metadata is neededupport digital archiving.
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NLW is currently investigating options for onlineulsmission tool. It also began on
developing the CDAS system (CD Accessioning SystadbE is looking to upgrade its
existing digital repository software DIGAR.

All three institutions store multiple versions ofeey digital object in their care. For example,
NAE and NLW store originals, migrated versions dradkup copy/master copy; the NLE
stores the originals, converted version and badap/master copy in the repository and

their metadata is stored in an XML file within aalaase.

These memory institutions record metadata abouerdiit digital objects like books,
WebPages, photographs, audio, video, files, béstee However, the level of implementation
of each object varies within institutions. For exde bitstreams and file are taken the same
in most cases and bitstreams are implemented ¢@smonly. This practice is likely to lead to
risks in the future like not being able to distijubetween files and bitstreams and their

properties.

The study revealed that PREMIS is not the only ddaah that institutions are looking at and
that they are very likely at adopt a “pick-and-msttategy to suit their own metadata needs,
rather than adopt straightforwardly just one stati@daen though PREMIS is associated with
the OAIS reference model and institutions genergtly its multiple-entity data model. This
is maybe because they just could have a difficidtynderstand the PREMIS standard fully
for practical implementation (see section 4.4.3)ug, the application of PREMIS entities
varies from institution to institution and rangesom reviewing/analyzing stage to

implementation.

Significant difference has been seen between ratibioraries and archives in mission,
process of ingest of materials to their digital hare, influence or connection of their
traditional cataloguing practice and type of staddaused for the development of their

metadata specification.

The results of this study support the findings leé survey of the PREMIS working group
conducted in 2004 and a survey on the implememtaifothe PREMIS data dictionary by

Woodyard-Robinson in 2007. Particularly, it comé waith similar results on the level of
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implementation of PREMIS entities, the type of preation strategies, standards/schemes
software and tools used as well as in understandliqgyeservation metadata elements. The
results also showed to some extent similar problenaschallenges to the results of previous

research (see section 2.6.1).
4.9. Chapter Summary

This chapter has provided an analysis of the daddfiadings obtained in the research project.
It explored the main themes that corresponded thighobjectives and research questions of
this study. It started by presenting backgroundrimition of institutions and their respective

digital archive. The digital archiving process witbmparison of each other was presented.
Then the discussion of implementation of preseovatnetadata was followed. Software,

tools, standards and / or schema in use at memustutions were investigated and

discussed. To what level the PREMIS entities anglemented in these institutions was also
covered in this chapter. Later, some comparisowdst national libraries and archives was
made and then problems and challenges faced imghlementation of preservation metadata
were identified and stated. Finally, the chaptes wancluded with discussion on basic issues

of the research.
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CHAPTER FIVE: CONCLUSION AND FUTURE WORK

This final chapter of the thesis presents conchssiabout the findings of this research. It

summarizes the key findings drawn from the intesgieand document analysis. It focuses on

the main issues learnt from the study. This has ldeae by answering the research questions
in a summarized form as well as pointing the imgdlans of this research and possible future
research ideas.

This study adopts a qualitative approach and usesdse study strategy. The data collection
method consisted of semi-structured interviews athocument analysis. Metadata
experts/specialists were interviewed in three mgmuostitutions (the National Library of
Estonia, the National Archives of Estonia and theidhal Library of Wales) that practice

digital preservation.

The literature discussed in chapter 2 revealed tthexe are gaps in the implementation of
preservation metadata standards from theory totipeaand as a result has its own future
challenge from the very aim of digital preservatibmnaddition, there has been little research
which has shown the application and therefore albraurof case studies are expected to report
on both implementation and use in carrying out gmestion strategies even though metadata
management in the process of digital preservaboohg-term accessibility of digital objects
has been a critical discussion point internatignalhus, this study examined the extent of
implementing standard preservation metadata irdotijme at memory institutions. Identifying
the extent to which international metadata starsl@iale been adopted for the preservation
process will allow to analyze the extent of whicletadata is used to support the digital
preservation processes as well as to investigatadgms and challenges that could be faced in
the current practice of metadata usage for theeprason of digital objects. Therefore, the
intent of this study was to add the case studyarekes that show about the application of
preservation metadata standards in to practicegalotin the problems and challenges in the

process and to provide some potential ideas foardutesearch.
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5.1. Conclusion tothe Research Questions

The following section provides a summary of thediings in relation to the four research

questions of this study.
QL. How effective are preservation metadata theories into practice?

According to the results of this study, memory itlnsibns use metadata elements from
various standards and/or schema to suit their gegpand recording a wide range of metadata
elements from different metadata categories suatessriptive, structural and administrative
metadata. The study revealed that for these menmstjtutions administrative metadata
includes rights, provenance, and technical metaaladgoreservation metadata is found within
all other categories of metadata. However, the ysttelealed that there has been a
dissimilarity/discrepancy in the level of exploitat of preservation metadata standards,
understanding and progress of preservation metaplatetice and use of the PREMIS
standard within the memory institutions. The impéetation of preservation metadata within
these memory institutions differs in scale, dataag@ment practices as well as heterogeneity
of metadata recorded. For example, NLE and NAEwarking to have their own metadata
specification and at least NAE is considering PRENIlong with other standards and the
NLE is only using PREMIS to inform the developmalitits own preservation metadata
schema indirectly. The NLW, on the other hand,ss\@ PREMIS fully for its preservation
metadata implementation. Therefore, the adoption PREMIS entities ranges from

reviewing/researching stage to implementation &éhtivie entities are implemented partially.

The study also revealed that significant differean@xist between national libraries and
national archives in terms of mission, material€epted, the ingest process and the
connection between their traditional catalogue endPAC to their metadata for the

preservation of digital objects.
Q2. What tools, standards and strategies are adopted for metadata management and why?

The study revealed that a range of software anis tre utilized in the memory institutions

for different tasks in order to assist in the preagon of its digital object, e.g., for capturing
76



preservation metadata, format identification, vatioh, and characterization of digital
objects. Among them JHOVE, PRONOM and DROID arentiost used ones.

The study showed that even though some institutames researching and reviewing the

existing metadata standards and/or schemas fodéwelopment of their own metadata

specifications, as it is stated in the summary okfion 1, a variety of standards and/or
schema are in use to record and manage differéegjades of metadata elements. The study
revealed that PREMIS is not the only standard itistitutions are looking at and that they are

very likely at adopt a “pick-and-mix” strategy taitstheir own preservation metadata needs,
rather than adopt straightforwardly just one stathd®IETS is the most used one. The study
showed significant discrepancy in the use of matadtandards and/or schema in memory
institutions. In this regard, the NLW is in a bett¢éate as compared to NAE and NLE.

The study revealed that migration as a preservati@tegy is implemented at least in two of
the three institutions and the third one is alsmping to use it in the near future in addition to
conversion. Institutions are worried about the utadety of the future even though they are

trying to make the best decisions they can witlkeyatowards the future.

Q3.What is the level of granularity (e.g., representations, files, bitstreams) that preservation

metadata is applied in practice?

The study showed that the application of presemwatietadata in describing object entities is
varying. They record a range of metadata elementslff object entities (representations, files
and bitstreams). Representations and files areeirmgxhted more than the rest. However, files
and bitstreams are taken as the same in most easeditstreams are implemented less
commonly. The study found that there is institutitvat is preparing different metadata
descriptions for each type of object entity. Ingtdns practiced exchange of metadata or
information packages (metadata together with theabp

77



Q4. What type of risks can be anticipated when preservation metadata implemented only
partially in practice?

The study discovered that institutions have facedeml problems and challenges in
managing the metadata on the digital preservationgss for ongoing accessibility of digital
objects. Largely, metadata management in the psoafedigital preservation is a challenging
task for all three institutions. Settling decisioabout preservation medium, defining
significant properties, preservation strategiesnaards, software and tools to automate those
preservation actions, etc are problematic becatideavide range of know-how required for
these decisions. The study showed that institutiemse faced shortage of funding for their
digital preservation process and rapid changefofiimation technology is their concern. The
study also showed that a problem of repetitiveicgtltask is anticipated in the memory
institutions because of not taking actions to miménrisks on time for example, metadata
elements for rights are not given attention in sonstitutions at the moment, though they

believe in its necessity.
5.2. Implications of the Research

The implication of this study is that the resulés e used for people, agencies/organizations
or for any one that are responsible in developiresgrvation metadata standards, software
and tools to notice the application of them at memostitutions. The implementation of
theoretical standards to practice is imperfectnftbe results one can get the information
about the gaps that are likely happened in the gzo©of implementation of theory into

practice at memory institutions.
5.3. FutureResearch Ideas

This study considers three memory institutions, tmational libraries and one national
archive. It would be interesting to conduct furthesearch by taking and considering more
memory institutions in number and variety like muwss, cultural heritage institutions,
educational institutions and all other kinds oftitogions those practicing preservation of

digital objects.
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The study has been seen the use of PREMIS as iafmmfor the implementation of
preservation metadata in the memory institutioomfthe general level focused mainly on the
PREMIS entities with some semantic units. This gtuthn be extended thorough

consideration of all PREMIS data dictionary senm@uatiits and constraints on them.

This study has focused on the application of PRENH& dictionary preservation metadata
standard. Research can be done to include theeid® of other preservation metadata

standards in the implementation of preservatioragegt in memory institutions.

This study has discovered different tools adoptedhie implementation of preservation
metadata. It would be worthwhile to study to wheteat these tools are automating the tasks
of the preservation metadata processes and how rtizégh to the preservation metadata

standards and to what extent they satisfy the igedeteeds of memory institutions.

This study has discovered that some memory inlitatare trying to come up with their own
preservation metadata specifications. It would teresting to study the cooperation level
and its need between different memory institutimmghe development of better specification

that can cope up with the wide range of standandS@mats.

This study has also shown that memory institutibase looked at different preservation
metadata standards/schema to record metadata é¢femenvell as developed their own
metadata specifications. It would also be intengstio study the comparison and
harmonization of various metadata specificationwelsas the cooperation between the many

metadata initiatives that have an interest in digiteservation.
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Appendix A: Interview Questions

1. What is the mission of the preservation repository?

2. How are materials obtained by the preservationsiemy?

3. What preservation strategies is your preservatepository implementing now?
Why you chose this one?

4. What is your institution trend of preservation, jgigw the original and also store
several preservation copies of the object , i.etmalized or migrated version of
the content object, each with related metadata?

a. What is the relationship between the original areservation copies of the
object stored in your preservation repository?

b. Does an access copy/original copy get preservatieatment (e.g.
migration or else)?

5. What software and tools are used in your presamatepository? Why you
choose those tools?

6. What metadata standards are in use in your pragarvapository? What is the
reason for the choice?

7. Could you explain about the traditional metadatscdiption standards/catalogues
used in your institution?

8. How it gets implemented and influences the metadagementation in your
digital repository?

9. Does your institution use the PREMIS data dictigres information you need for
preserving digital objects? Could you explain?

a. Is your institution used PREMIS as a checklistdaaluating the software
and tools that you are using for preservation? €gal explain?

b. Have you done any mapping in your existing metadatthe PREMIS
Data Dictionary? Could you explain?

10.1s your repository able to cope up with the widaga of standards and formats
that exits? How?

11.What categories of metadata are stored and usgdusypreservation repository?
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12.How your repository handles the digital Provenamdermation, i.e., chain of
custody and change history of digital object? Whftrmation is recorded?

13.How your repository handles the rights and permissiinformation? What
information is recorded?

14.How your digital repository does understood, madageeated and verified the
technical metadata? What information is recorded?

15.How your digital repository does understood, madageeated and verified the
administrative and management information? Whatrmétion is recorded?

16.How your digital repository does understood, madageeated and verified the
bibliographic/descriptive metadata? What informaiti®recorded?

17.How your digital repository does understood, madageeated and verified the
structural metadata? What information is recorded?

18.1s there any other metadata element that is haratleet than the above once in
your digital repository? If so, could you explaiem?

19.How is metadata obtained by the preservation répySi

20.How metadata stored and updated in your preservedjoository? Please explain.

21.How the metadata and materials stored within tesgmvation repository?

22.What are the important preservation metadata eltvisignificant properties for
your institution? What factors are considered tiingethem?

23.Do you think that the preservation metadata recbatkequate for the goals of the
repository? How?

24.Which metadata encoding scheme are using for imgding the metadata
element set? What is the reason for the choice?

a. What about interoperability, i.e., could your repmy be able to transfer
metadata or information package containing metattatdher (e.g. object
or metadata exchange)? How?

25.1s your preservation repository managed all tydesitellectual entities/ the three
levels of digital objects, i.e., representatioted] bit streams? If so,
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a.

Is there a difference for metadata relating toedéht types of objects and
the information recorded indicating relationshigvieen objects? If so,

could you explain

26.Have you faced a problem like

a.

g.

Interpreting or defining semantic units of PREMI$ mapping your
metadata elements to the PREMIS Data Dictionadifferent way.
Misunderstanding of significant properties for yadigital repository or
mixing of other properties for example taking samehnical properties of
format specific information, inhibitors, etc as migcant properties
especially related to PREMIS.

The extended information added by your digital s#ooy, i.e., local
metadata, could pose challenges for interoperglalitd/or do complicate
the content structure in your digital repository.

Not explicitly recording mandatory semantic units golicy or any other
reason in your digital repository and not adhetimg data constraint in the
PREMIS Data Dictionary.

Not applying the obligation of a semantic unittas istated in the PREMIS
Data Dictionary (e.g., not using explicitly someemdifiers even though
they are mandatory semantic units).

In defining the important preservation metadatamelets /significant
properties for your institution by policy or othease.

What other challenges and how would you solve tpeskblems?

27.Could you give / show me examples of implementatiogeneral, i.e., metadata

element for each type of entity (intellectual gntévent, agent, right)?

28.Any comments that you would like to add about tlmacpce of preservation

metadata in your preservation repository?
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Appendix B: NLW METS Template Document

Example PREMIS metadata extracted from one of NL®T® template document.

<l-- PREMISidentifier for all the significant filesin object - i.e. Archival, Alto, Text -->
<METS:dmdSecD="dmdSec3%
<METS:mdWrap "PREMIS:OBJECT>
<l--For archival file use archival file name as aquré identifier -->
<METS:xml|Data>
<premis:objectldentifier>
<!-- use capital letters for consistency and ineortd differentiate from the file name -->
<premis:objectldentifierType&IAbNL_METS_AWJAD0010000%/premis:objectldentifierType>
<premis:objectldentifierValuditeID1</premis:objectldentifierValue>
</premis:objectldentifier>
<premis:objectCategoryite </premis:objectCategory>
<premis:originalNameawjad00100001.td/premis:originalName>
</METS:xmlData>
</METS:mdWrap>
</METS:dmdSec>

<l-- CRC metadata and format registry referencefor Archivefilewith information about derived files-->
<METS:mdWrap "PREMIS">
<METS:xml|Data>
<premis:objectldentifier>
<premis:objectldentifierType&IAbNL_METS_awjad0010000d/premis:objectldentifierType>
<premis:objectldentifierValuditelD1</premis:objectldentifierValue>
</premis:objectldentifier>
<premis:objectCategoryite </premis:objectCategory>
<premis:objectCharacteristics>
<premis:compositionLevebB</premis:compositionLevel>
<premis:fixity>
<premis:messageDigestAlgorithid®5</premis:messageDigestAlgorithm>
<premis:messageDige€i3al01aObae39047135e55206bd86dutemis:messageDigest>
</premis:fixity>
<premis:fixity>
<premis:messageDigestAlgorithi@HA-1</premis:messageDigestAlgorithm>
<premis:messageDige&20f440615ab7780ab7f055b88eb54cedaf1€et@mis:messageDigest>

</premis:fixity>

<!-- record format with reference to format regist>

<premis:format>
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<premis:formatDesignation>
<premis:formatNamePagged image file format (TIFEJpremis:formatName>
<premis:formatVersion5</premis:formatVersion>
</premis:formatDesignation>
<premis:formatRegistry>
<premis:formatRegistryNam&RONOM</premis:formatRegistryName>
<premis:formatRegistryKeymt/9</premis:formatRegistryKey>
<premis:formatRegistryRolepecificatior/premis:formatRegistryRole>
</premis:formatRegistry>
</premis:format>
</premis:objectCharacteristics>
<premis:significantProperties>
<premis:significantPropertiesTypeontent/premis:significantPropertiesType>
<premis:significantPropertiesValueontent only/premis:significantPropertiesValue>

</premis:significantProperties>

<!l-- information about derived Reference file -->
<premis:relationship>
<premis:relationshipTypeterivatior</premis:relationshipType>
<premis:relationshipSubTypsource of/premis:relationshipSubType>
<premis:relatedObjectldentification>
<premis:relatedObjectldentifier Typ@HAbNL_METS_awjad00100004/premis:relatedObjectldentifierType>
<premis:relatedObjectldentifierValutelD2 </premis:relatedObjectldentifierValue>
<premis:relatedObjectSequende¥premis:relatedObjectSequence>
</premis:relatedObjectldentification>
<premis:relatedEventldentification>
<premis:relatedEventldentifierTyp@#AbNL </premis:relatedEventldentifierType>
<premis:relatedEventldentifierValuEREATE_DERIVED_FILES-004/premis:relatedEventidentifiervValue>
<premis:relatedEventSequen@e#premis:relatedEventSequence>
</premis:relatedEventldentification>

</premis:relationship>

<!-- Fixity information for Referenceimage -->
<METS:techMDID="techMD6">
<METS:mdWrap "PREMIS:OBJECT?>
<METS:xmlData>
<!I-- <premis:object> does not validate in latestsi@n but can be included in MDTYPE above -->
<premis:objectldentifier>
<premis:objectldentifierType®IAbNL_METS_awjad0010000d/premis:objectldentifierType>
<premis:objectldentifierValuditelD2</premis:objectldentifierValue>

</premis:objectldentifier>
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<premis:objectCategoryite </premis:objectCategory>
<premis:objectCharacteristics>
<I-- <premis:compositionLevel> is mandatory andsindication of whether the object is subjeabtte or more
processes of decoding or unbundling. Numbering @messt to highest (first encoded = 0). 0 is baged; 1-n are
subsequent encodings.
Use 0 as the default if there ily@me compositionLevel.-->
<premis:compositionLevelb</premis:compositionLevel>
<premis:fixity>
<premis:messageDigestAlgorithi®5</premis:messageDigestAlgorithm>
<premis:messageDigesi#36f692e7e5d4be2ee650aaf4a043dB:mis:messageDigest>
</premis:fixity>
<premis:fixity>
<premis:messageDigestAlgorithiBHA-1</premis:messageDigestAlgorithm>
<premis:messageDigeg$24091ad36dc063fc90266b955a6958c61d2Rmis:messageDigest>
</premis:fixity>
<!I-- <premis:format> is mandatory in latest vers@rPREMIS -->
<premis:format>
<premis:formatDesignation>
<premis:formatNamemage/png/premis:formatName>
</premis:formatDesignation>
</premis:format>
</premis:objectCharacteristics>
</METS:xmlData>
</METS:mdWrap>
</METS:techMD>

RIGHTS INFORMATION

<premis:rights>

<!I-- persmissionStatement was replaced with rigiate®ent in this version -->
<premis:rightsStatement>

<premis:rightsStatementldentifier>

<premis:rightsStatementldentifier Typa#AbNL </premis:rightsStatementldentifierType>

<premis:rightsStatementldentifierValud81548 /premis:rightsStatementldentifierValue>
</premis:rightsStatementldentifier>
<!l-- rightsBasis tag is mandatory -->
<premis:rightsBasiscopyright/premis:rightsBasis>

<premis:copyrightinformation>

<premis:copyrightStatugriblicdomair/premis:copyrightStatus>
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<premis:copyrightJurisdictiorgb</premis:copyrightJurisdiction>

</premis:copyrightinformation>

<premis:rightsGranted>
<premis:actall</premis:act>

<premis:termOfGrant>

<premis:startDate2009%</premis:startDate>
</premis:termOfGrant>
<premis:rightsGrantedNot®igital object
created at LIGC/NLW and
therefore LIGC/NLW has total
control over the
objeck/premis:rightsGrantedNote>
</premis:rightsGranted>
<!-- Objectldentifier contained word "all" in deflau
METS profile -->
<premis:linkingObjectldentifier>
<premis:linkingObjectldentifierType/>
<premis:linkingObjectldentifierValue/>
</premis:linkingObjectldentifier>
</premis:rightsStatement>

</premis:rights>
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